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GNU General Public License

This product includes copyrighted third-party software licensed under the terms of the GNU
General Public License. Please see the GNU General Public License (GPL) for the exact terms and
conditions of this license at www.gnu.org. The GPL source code incorporated into the product is

available for free download at our web site http://www.nuuo.com/.

Subject to GPL, you may re-use, re-distribute and modify the GPL source code.
Note that with respect solely to the GPL Software, no warranty is provided. We do not offer direct

support for the distribution.


http://www.gnu.org/

1.Installation

1.1 Installation Process

Step 1: Unpack the Unit

This package contains the following items:

B The unit
Quick Start Guide
Screws for disk drives

Key

Power cord

Warranty card

19V DC power transformer

CD with Install Wizard, Backup, Live View, Playback, Verification

Tool and Offline Tool application, user manual, and quick start guide

The electronic components within the unit can be damaged by Electrostatic Discharge

2 bay unit front/rear view
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sub-assemblies.

- | To configure the unit, you must install the software onto a desktop/ laptop running
= |Windows XP-SP3 32bit, Windows 7 32/64bit.

= ¥~— Reset

_— USB Connection

RJ45 Network

r—’/ Connection

IS8

«—— Power Connection




4 bay unit front/rear view

LED
System Status ; eSATA Status i \ : ‘ ( 4/ Reset
Ethernet 1 & 2 Activity o Y —— ‘ —— *[ — eSATA Conn.
DISK 1 & 2 Status 1= ! l 1& 2
DISK 3 & 4 Status ——P | i i [
[ | | [
ok bl Wl v\USB Conn.
| |
Power Status Il | ‘ } \
Lock 1| \\kﬁyf—"} \/ T Conn. 1 &2

HDD Tray Cooling Fan Power Connection

Step 2: Install Hard Drives

Refer to compatibility list and install HDDs. For optimal performance
consideration, install disks with the same model and storage capacity. The
available RAID level depends on the amount of disks installed.

1. Open the lid on the front of the unit enclosure.

2. Pull a HDD tray from the enclosure. See the front view figure.

3. Carefully lock the disks into the HDD tray with screws. 4 screws for each
disk. Put the HDD tray back once you finished.

Step 3: Connect to the Network

1. Attach one end of the network cable to the RJ45 network connection. See

the rear view figure.
2. Attach the other end of the network cable to your Ethernet hub or switch.

If there are multiple networks at your facility, note the network to which you connect
‘ the unit. You will need this information during the setup process. Please also enable
| the DHCP function within the network, as the unit will retrieve an IP address through
DHCP by default.

Step 4: Connect the Power

1. Attach the power cord from the power source to the power adapter.
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2. Connect the power adapter to the back of the unit enclosure. See the rear
view figure.

3. On the front of the unit, press the power button. See the front view figure.

It takes about a minute for the unit to fully power up. Once it is powered up:
® The System Status LED turns blue. See the front view figure.
® The buzzer beeps one time.

Step 5: Install the Software

1. Insert the CD into your CDROM.
2. Double-click Setup.exe to begin installation.

3. Follow the instruction of Setup.exe, and click the Finish button to close
the installer.

Step 6: Set up the Unit

The software Installation Wizard performs the setup procedures on the
unit. After the procedure, you can begin using it.

1. Go to Start > NUUO NVRmini 2 > NUUO Install Wizard.
2. This program will show the default language setting and initiation mode.

3. Choose your preferred language and initiation mode, and then click the
EELE button.

nuuo” NVR Installation Wizard

B & D S ONSNEwD

® Express Mode: you don't need to set up the network settings, Date/Time
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and RAID level.
® Advanced Mode: configure all settings manually: network, license,
camera, Date/Time, upgrade notification, and RAID level

“Add license” function is supported in v1.0.0.20 and later version.

4. The Installation Wizard program starts searching for all the units on the
internet currently. Choose one of them, and then click the B button.

nuuo” NVR Installation Wizard

B & O = © @ g

Search

NE-2040
NE-4080

NE4160

Select a server 1o bogin the setting process.

I p—

5. Type in the password, and then click the OK button.

192.168.3.203

Username: | admin
Passwaord: 'i

The default Administrator password is “admin”.

6. Name this server and select the network type, and then click the B
button.

11



NVR Installation Wizard
@ H B\ OTENENT

Network
192.168.3.203

Servar Nsme |

Name the server, and select the network type.

Exdernal DHOP teTvey W Aot ‘with erregded OHCP server

® Obtain network settings automatically from external DHCP server:
apply all settings which are automatically generated by the DHCP server,
such as IP, subnet mask, gateway, and DNS.

® Configure network settings manually: configure the preferred settings
one by one.

7. Activate camera license to have more channel capacity, and click the

NVR Installation Wizard

Iy

Add License
192.168.3 203
Oulize Achivation
Input Sm IS | 'A"Mﬂ?—

Add beense Lo this secver
Avtwats camara it
Clickthe

8. Add cameras for this server. There are two ways of adding cameras,
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selecting the searched cameras and manually configuring the cameras.
Click the W28 button after completing camera list.

NVR Installation Wizard

D @ oTErENS

Auto camara search
192,168 3 203
e

Sewrcyy

Aarmine
Nar

Make a camera ist for this server by selecling searchod cameras.

W) Sesrch methana ond being sgupped I Subvet me soarchable
1110 SEely 2HNGE N3 B Cater il Bty

PR p—

NVR Installation Wizard
O O 8 = ¥

Auto camera search
192,168 3203

urrRnt chamnal capacdy, Diac J

FAddmss | Fod Venoor, Modal ':T""‘ "'1?? i
ame Channe

|

|
|
|
|
|

1

Oty Camer s 1u0piiting soarch
Ched the "HEXT" baton 3 wgigly

r—'-t-—-
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NVR Installation Wizard

D& O 8§ B

Manual camern setling

Adimininirato
Cameta Name P Address drminiuirator

list for this server dding Cameras mamasiy
" bation % ot OUs Aatically afisy 18g 1N ithey Nsiols

9. Set up the time zone, date, and time, and adjust daylight saving changes if
needed. Once daylight saving function is enabled, the time change will

activate automatically every year based on the recurrence you set. Click
the B button.

NVR Installation Wizard

© "§ETE

Data Tiene

192.168.4.223

10.Check “Enable Upgrade Notification” box if you want to receive
notification when there is a newer FW version. Click the B82S button.
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NVR Installation Wizard

= T

Auto upgrade

How is the Info
I nio wil be &

Chek frm "NEXT tebon to apey sath

’_"G_‘ L "‘ -

11.Follow the following instruction and select the RAID type you want to
create. Click the B8l button.

NVR Installation Wizard
E

\_J |For 2 bay unit, only RAID 0 and 1 are available.

12.Review your settings. If the settings are correct, click the Finish button to
exit the settings procedure and activate the system.
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NVR Installation Wizard
25p

Setting list

| Once the "FINISH” button is clicked, the unit will start working. In order to ensure the
= stability of the unit, never pull any disks out when the system is running.

1.2 LED Status Definitions

Function LED Status

Power Status B Power-on: blue

B Power-off: dark

System Status W Healthy: blue

Reset admin password: blue with blinking
Unhealthy or abnormal temperature status: orange
Reset to default setting: orange with blinking

Off: dark

Healthy: blue

HDD Status
Failed: orange

No disk: dark

Rebuilding: orange with blinking
Healthy: blue

No disk: dark

Linking: blue

eSATA Status

Ethernet Status

Accessing: blue with blinking

No linking: dark

16



2.Settings

After setting up the unit, log in to the system by entering its IP address in the
browser (Internet Explorer 8 and later). When connecting, choose your
language, enter the username and password, and then begin using this
system.

NUUO Network Video Recorder
tangesye (TN

|
s I (7

2052 MU0 Inc. AR rgits reserved.

There are five main functions of this unit: settings, live view, playback, help,
and logout. They will be shown on the top of the page. Current firmware
version and free storage capacity are shown above the function list.

Settings | Live View | Playback | Help | Logout

2.1 Camera Setup
2.1.1 Add Cameras by Camera Search

The function enables user to automatically search and add cameras in the
same network. There are two search mechanisms, one is UPnP, another is
camera search tool. Before searching UPnP cameras, make sure that the
cameras possess UPnP function. Refer to camera support list.

1. Open Internet Explorer and log in to the unit.
2. Click IP Camera/ Camera Settings.
3. Click the Camera Search tab.

17



4. Click the Search button.

Camera Setting

5. The system will list all the currently available cameras. The inserted
cameras are shown in blue. Click the *# icon to add a camera into your

camera list.
Camera Setting

Camers Settings

.

Adoress Veno Wodel NaC |
IP Address Vendor Model Name  MAC Address ¥

6. After clicking the *# icon, the camera setting page will pop up. Click the
item to which you want to add a camera.
7. Insert the camera name, username, and password.

Settings | Live View | Playback | Help | Logout

Caners |

ess |192.168.0.72

Camera Name Address Vendor
Camera Name 192.168.0.180 Vendor

Q To have better compatibility between camera and system, please make sure the
privilege of camera credential is admin-level.

8. Click the Add button to add it.
18



9. After clicking the Add button, the updated camera list will be displayed in
the Camera Setting tab.

Camera Name | Address | Vendor

| Camera Name ‘ 192.168.0.180 ! 80 Vendor Medel

Camera Name 192.168.0.181 80 Vendor Model
80 —none — --none —
| 80 —none — —none —

2.1.2 Add Cameras Manually

1. Open Internet Explorer and log in to the unit.

2. Click IP Camera / Camera Settings.

3. Click the Camera Settings tab, and the camera list will be displayed on
the bottom of the page.

4. Click on the camera list for the channel you want to add and enter the
camera’s information.

Camera Name Address Port Vendor
-none —

80
I S T
80 —none —

80 —none —

Camera Settings

Camera Search

Camera name: The name of the camera.

Address: The IP address.

Port: The transmission port.

Administrator Name: Login username.

Password: Login password.

Video Channel: Select the number of analog cameras supported by one

video server or select the number of IP cameras possessing multiple
19



lens/channels.

[ : Data transmission protocol.

: Camera vendor name.

® : Camera model name.

"’

5

2

NouhkwhE

2

ok whE

To have better compatibility between camera and system, please make sure the
privilege of camera credential is admin-level.

. Click the Save button.

: Save the information of this camera.
: Return to the latest saved settings of the selected camera.
: Set all the settings to default value.
: After inserting IP address, port, username, and
password, click this button to automatically detect other camera
information, including Channel, Protocol, Vendor, and Model.

.1.3 Modify Camera Information

Open Internet Explorer and log in to the unit.

Click IP Camera / Camera Settings.

Click the Camera Settings tab.

Click the camera which you want to modify.

Modify the information of this camera.

Click the Save button.

Use the same method to replace a camera if needed.

.1.4 Modify Camera Parameters

Open Internet Explorer and log in to the unit.

Click IP Camera / Camera Parameters.

Click the Camera Parameter tab.

Click the camera which you want to modify on the camera list.
Modify the information of this camera.

Click the Save button.

20



Camera Parameter

Lens Settnga Indd Stream Settings

n _Loﬁen
| G Mation JFEG OMPEGE  H264

Camera Name: The name of the camera.

Video Format: Choose the type of format which this camera supports.
Frame rate: Select the frame rate of the camera.

Resolution: Select the resolution of the camera.

Quality: Select the image quality of the camera.

Audio: Check the Enable Audio option to view and enable audio
recording.

2.1.5Set up Lens Settings

Open Internet Explorer and log in to the unit.

Click IP Camera / Camera Parameters.

Click the Lens Settings tab.

Click the camera which you want to modify in the camera list.
Modify the information of this camera.

Click the Save button.

ok b=

Camera Parameter

Camera Parameter ' 15 2nd Stroam Szitings

@ Enadle  Disatie
o wal  ~

Locason 1 Iimmemvsion lens Enanie wall

No Camera Name Immadision Lens Camera Position
| - :

2 Locaton 2 Disable -~ none -
Locason 3 (Vwolek FES171) Enable Ceiny
Disable —nong —

® Camera Name: The name of the camera.

® |Lens Type: There are two types of lens currently, ImmerVision and
21



Vivotek (FE8171V). You are not allowed to select type so far, type
depends on camera model.

® Lens: Enable or disable lens function.

® Camera Position: Select the position of the camera.

If users enable the lens while lens is not installed correctly or not even installed, a
warning message will pop up as a notification if users are trying to operate lens on
liveview page.

2.1.6Set up 2nd Stream

Stream profile is designed for mobile client and lower fps live stream display.
Without stream profile integration, users cannot watch live video on mobile
client nor select lower fps stream on live view. Further, for performance
consideration, we fix the resolution and frame rate for each brand/series.

Refer to camera support list.
1. Open Internet Explorer and log in to the unit.

2. Click IP Camera / Camera Parameters.
3. Click the 2nd Stream Settings tab.

Camera Parameter

Camera Parameter : Lens Setings e I__, !_,_. l

0 nd Stream Settings:
Channsl 1
Cameta Name  Localion ¢
Steam Piohle (S Enatle ) Disabte
) Stream Profie
L _Fomat | WPEG
hom Prodin ',,7!3@':1!33!5.,1 1
Resoubon | YGA
| Fomat | WFEG
Minimum Prolile | Frame Rale l 05
| Resouton | VGA

B
) Camera List
Channgl Cameia Name Camera Vendor Camera Wodel Sub-Syeaming
1 Locasan ¥ | Camera Vendor Camera Model Enatile

® Stream Profile: The default status is Disable. If you want mobile client
user to access to this camera, you can select Enable, and click Save
button in the middle of the page.

® Low Profile: The stream profile, under 300kbps, is designed for mobile
client single-view.

® Minimum Profile: The stream profile, under 100 kbps, is designed for

mobile client multi-view.
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O
2.1.7 View Camera Status

1. Open Internet Explorer and log in to the unit.
2. Click IP Camera / Camera Status.

Camera Status

Q) Camera Status

Connection Status Rec Status Frame Rale BaRate

No MName Address
Location 1 102168 4 47 40tps 30234 K005

80Wps 895 1 Kops

Location 2 1921682 153 | Q 001ps 0.0 Kops
0
0o

2

3 Location 3 20223812456

4  Locastiond 20223812434 30.0 fps 1011.3 Kaps
4029 8 Kops

Estenated Remaining Recorcing Twns' 12 day(s) ¥ hourfs)

o your futal bit rute hecomes red, it means Mt the nystem jood s o0 howry

Last Updats at \Wecnesday. September 12. 2012 11:50.01 AM

® Connection Status: The status of the connection. Click the Connect or
Disconnect button to change the connection status.

Status Icon

Connection Status Connected
Connection Status Disconnected
Connection Status Connecting
Connection Button Connected: Normal

Connected: Over

Connection Button Disconnected: Normal

Disconnected: Over

D %D
s S

® Rec. Status: The set recording schedule of this camera in this time.

Recording Status No Recording
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Recording Status Always Recording -
Recording

Recording Status

6 0

Always Recording - Stopped

Recording Status Schedule Recording - E
Recording

Recording Status Schedule Recording - E
Stopped !

® Frame Rate: The frame rate of this camera.

Bit Rate: The transmission bit rate of this camera.

® Estimated Remaining Recording Time: Estimated remaining
recording time is dividing the current free capacity by dynamic total bit
rate.

~ If your total bit rate becomes red, it means that the loading of the system is too
= | heavy.

2.2 Recording & Event Setup

2.2.1Recording Mode Setup

Open Internet Explorer and log in to the unit.

Click Recording & Event / Recording settings.

Click the Recording Mode tab.

If selecting Always Record, the chosen cameras will begin to record
immediately.

i

No Recording

Recor by Schoduse
Recoroing Moage

& Alwars Record
Al ¥ Camerat |4 Camera2 Camerad Camera ¢

futomatic Reoyclé V! Enadle

Keeg Video Keop Voo

® No Recording: Turn off the recording.
® Record by Schedule: Recording by schedule.
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® Always Record: Permanently turn on the chosen cameras.
® Automatic Recycle: Check the Enable option to recycle disk space

automatically when the disk space is full.
® [Keep Video: Set a period during which the recorded video clips will be
kept intact. (max: 365)

N
)

Llf

The privilege of automatically recycle is higher than keep video if you select both.

2.2.2 Recording Schedule / Event Setup

Instead of Always Record, you can begin the recording by setting the
Recording Schedule.

b

Open Internet Explorer and log in to the unit.
Click Recording & Event / Recording Settings.
Click the Recording Schedule tab.

Check the Day or Week mode.

® Day: Schedule the recording to turn the recorder on and off at the same
time every day according to your setting.
® Week: Schedule the recording for each day of the week differently.

5. Click the schedule of the camera which needs to be modified.
6. Click the column at the bottom of the page.

Recording Mode
Camera List Schedule

®pay OWeek 00 01 02 03 04 05 06 07 08 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24
—-Camera List

Camera 1
Camera 2
Camera 3
Camera 4
-~ Cameras
- Cameraf
- Camera7

00 01 02 03 04 05 06 07 08 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24

‘ Insert H Delete H Configure || Copy l
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Insert: Insert new schedules.

Delete: Delete the selected schedule.

Configure: Modify the schedule and recording mode settings.

Copy: Copy current Day Schedule to other channel(s); copy current
Week Schedule to other day(s) of a week or to other channel(s).

Copy Day Schedule
Copy Current Day Schedule to other channel
[Clchannet1 [CJchannel2 [Clchannel3  [[Ichannel 4
[Jchannel5 [Jchannels [[lchannel 7 channel 8
Select: all none
’ Ok l ’ Cancel l
Copy Week Schedule
Copy Current Schedule
(® Apply Current Week to Other Weeks
Sunday [Jmonday [OTuesday  []wednesday
[IThursday  []Friday [Jsaturday
(@) Apply All Current Week to Other Channels
channel 1 channel 2 channel 3 channel 4
channel 5 channel 6 channel 7 channel 8
Select: all none
| Ok H Cancel ‘

7. The default setting of the camera’s recording schedule is from 00:00 to

24:00. If you want to modify the time slot, click the Configure button to
modify the default settings first.

Schedule Configuration
Time Mode
Start Time: oo/ oo () Always Record
nd Time: I ecord on Even
End Ti ool o0 O Record on Event
e 5|sec. (Max: 180)
FOSFERG 5|sec. (Max.: 180)

AUdIo
[JEnable Audio |

8. Choose the recording mode.
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Schedule Configuration

Time

- Mode
EETTTIE 00/ 00 O Always Record
End Time: 00} 00 _@_:Record on Event
[ ~ Mation
Fre-record 5/Sec. (Max: 180) [ motion on Camera 1
Post-record 5| Sec. (Max: 180) [ motion on Camera 2
Audio

[ motion on Camera 3
[ motion on Camera 4

— Digital Input
E_xp-and All Digital Inputs
+Camera 2

[ Enable Audio

+ Camera 3

+-Camera 4

® Always Record: Always record.

® Record on Event: Record when events triggered. The event can be
triggered by Motion or Digital input.

Q When setting the event Motion, please first ensure that the motion detection function
of the camera has been enabled.

9. If you want to add another new schedule, click the Insert button to add a
new one.

.:..

WO UL G 04 5 08 GF IS G318 I3 13 B W4 IS W N U 18 N T 2 3
| wawt |[ Dot || contgure | copy |

10. Click the Save button.

Q When changing the motion detection settings of a camera, make sure to disconnect
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your unit and that camera first. Once you have finished, re-connecting them will
update the settings in your unit.

When setting an event, Motion or Digital input can be triggered from other cameras.

This means that if the system detects motion or digital input from other cameras or I/O
Box, the camera will begin recording.

There is another way to set the schedule. If you want to change the recording time
length, drag the end of the time bar from 24:00 back to the length you wish, and then
drag the beginning of the time bar to the point at which you would like it to commence
recording. (You may also click the Insert button to add new schedules.)

Recording Settings

Recording Mody

B0 G B2 (5 04 0% 08 O/ OF OF 36 31 12 15 14 15 16 A7 1N 19 20 21 2 23
nsen || Dewte || Confgare I Copy |
Start Time End Time

{

Recording Settings

Rocordng Mode

Drag

00 0F @ 03 04 05 Ok OF OB 00 30 11 12 1% 14 1A 16 07 I8 19 20 N 1 3N

O 04 05 08 07 OF 00 30 11 12 13 14 1S 10 1F 1§

| wsen || peete || canngurs || copy |

Start Time End Time Record




2.2.3 Camera Events and Responding Actions Setup

1. Open Internet Explorer and log in to the unit.

2. Click Recording & Event / Event & Action Management.

3. Choose the camera, and then select one of the events. The event list
depends on camera its own ability.

Event & Action Management

+ Locaton 1

- Location 2
Corneckon lost
Motion trom Camera
nputs0

+ Locaton 3

+ Location 4

+ System

Users have 16 8iga m on mobile clients (0 SIArT push nOUBCaNIon servce. I Ihe user password s changed, please sign n

® Connect lost: When a connection between the camera and this unit is
lost, the system will trigger an action.

® Motion from Camera: When video motion is detected, the camera
triggers an action.

® Input: Any external input can trigger an action.

When setting the event Motion from Camera, make sure to set up the camera’s
| motion detection function first. Besides, event log will be recorded only if event is
selected on this page.

4. Click the Configure button to enable the event and select the active
period.
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Event Configuration »

[7] Enable Event
— Active Period

@ Always Active
() Active only in the following period

| WU | WA WM

— 10 Type
@ NID
0 NIC

® Always Active: The selected event is always active.

® Active only in the following period: The selected event is only active
in the designated time, which able to cover two days e.g. from 18:00 to
09:00.

® 1/0 Type: Check one of the options of I/O type. N/O means normal open,
while N/C means normal close.

5. Click the Add button to set up the responding actions of this event.

Event & Action Management

F—
_

+ locagnt | Emel '
cus ,

= Locion2 | g potacalos

| ]»ﬂ::'\-. D E-ma0 pOPep

Moton fom Cameta
Inpute0

+ Locaion 3

+ Locsson 4

+ VO Box 51003 (8 Block)

4+ System

o e i S e s T Somaa bt

® Output: When an event occurs, the system will send an output signal to
other connected devices.

® Email: When an event occurs, the system will send Email notifications.
Make sure to add an Email address first.

® CMS: When an event occurs, the system will send out a signal to CMS.
CMS will highlight this event.

® Push Notification: When an event occurs, the system will send instant
message to the registered mobile clients as a notification. Mobile users

can check the recording videos on mobile client to watch what just
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happened. Refer to Push Notification.
® E-map popup: When an event occurs, the system will pop up E-map
with an event indicator to show users the location of the scene clearly.

6. Click the action, and then click the Configure button to modify the details
of that action if necessary.
7. Click the Save button.

| After selecting camera events, the event information will display on the screen when
=/ |it’s triggered.

2.2.41/0 Box Input and Responding Action Setup

Open Internet Explorer and log in to the unit.

Click Recording & Event / Event & Action Management.

Click the Event & Action tab.

Select an input of I/O Box from list.

Click the Add button to set up the responding actions of this event.

Click the action, and then click the Configure button to modify the details
of that action if necessary.

ok whE

Event & Action Management

CMS Options
Push Mosficaton
+ Locaion 3 L.map pogup
+ Locationd | Show on Camers
=~ 10 Box 51003 (B Biock)
/o
Lobby
First For
Second Fioor
+ Sistem

webatwiited . Sl | 1 s - “~ . S I

Users have o Sign i on Mobise chents 10 STATT push NOBRCINION RENvice, I the kser pRssWOrd I changed, plase sign
With the new password to start the service again.

® Output: When an event occurs, the system will send an output signal to
other connected devices.

® Email: When an event occurs, the system will send Email notifications.
Make sure to add an Email address first.

® CMS: When an event occurs, the system will send out a signal to CMS.
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CMS will highlight this event.

® Push Notification: When an event occurs, the system will send instant
message to the registered mobile clients as a notification. Mobile users
can check the recording videos on mobile client to watch what just
happened. Refer to Push Notification.

® E-map popup: When an event occurs, the system will pop up E-map
with an event indicator to show users the location of the scene clearly.

® Show on Camera: When an event occurs, the system will show an alert
message on selected camera(s) of screen.

Show Notification on Camera

[[] Camera1 [] Camera2 [| Camera3 [| Camera 4
[[] Camera5 [] Camera6 [| Camera7 [ | Camera g

‘E| | Cancel ‘

7. Click the Save button.
2.2.5System Events and Responding Actions Setup

Open Internet Explorer and log in to the unit.

Click Recording & Event / Event & Action Management.

Click the Event & Action tab.

Click System to unfold the list of system events, and then select one of the
five events.

N

Event & Action Management

+ Camena t
+ Cameea 2
+ Cameal
+ Camena &

Abnormal Sak stalus
Dalky systam report
Unatie 1o sccass FTF
Backup uninished
Power-on nolthcation
Aulo power-off notiicaion

Before setting Moo from Camers, femember 10 eaabE “MotoA dstection”™
TUOCHON I CAMErD wed first.

® Abnormal disk status: When there is no enough disk space for
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recording or when disk is abnormal for accessing, the system will trigger
an action.

Daily system report: Enable users to know the system information,
HDD usage, and Disk status everyday through Email without accessing to
the unit to check.

Unable to access FTP: The action will be triggered when the connection
between the unit and FTP server is lost.

Backup unfinished: If there is any file which the system didn’t
complete the backup process, the file(s) name will be listed and send out
through Email after finishing the last file of this backup schedule.
Power-on notification: Record the time as power was turning on.
Auto power-off notification: If overheat was happened, users will be
notified that power is auto off via Email.

5. Click the Add button to set up the responding actions of this event. Follow

the steps in the previous section.

6. Click the Save button.

Email and Push Notification is the only two actions to the event Daily system report,
Unable to access FTP, Backup unfinished, Power-on notification and Auto
power-off notification (overheat). In addition to select a contact, remember to
insert the time of sending daily system report.

Daily System Report Configuration

~ Automatically Send Daily System Report

00 00

~ Contact List
[V] Guard =guard@yocc.com=

“0—k| “ Cancel ‘

2.2.6 Push Notification

i

Open Internet Explorer and log in to the unit.

Click Recording & Event / Event & Action Management.

Click the Event & Action tab.

Add Push Notification as a responding action for an event. Configure the
rearm interval and assign user(s).
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® Frequency - Rearm interval: The minimum interval of notifications as
the event occurs. (default: 10, max: 300) For example, you set up push
notification as the responding action for motion detection. When motion
detected, it may trigger several alarms. In this case, you may not want to
receive several push notifications frequently, then you can define the

MNotification Configuration

— Frequency
Fearm interval:

10 sec.(Max300)

— User List
admin
guard

suitable rearm interval.
® User List: All user accounts in this unit.

5. Click the Save button.

| Contire |

= Location 1

A |

Acion

1 Maton from Camera

+ Location 2
+-Location 3
+ Location 4
+-System

6. Sign in the unit on NUUO mobile client with the user account assigned with

push notification service.
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. When an event occurs, the user will get the push notification instantly. The
user can click the “View” icon to watch the recording videos.

Iz 0

NUUO

supervisor,

Camera 1 (Location 1) disconnected
at 12:36:34 on 2012/09/13. --
Message sent from NVR_PM.

\

If the user password is changed, please sign in with the new password to start the
service again.

If users don’t want to receive notifications anymore, users can turn off this feature on
NUUO mobile client. There is one possibility of de-registering failed, that is, users have
ever logged in to the mobile client by typing both LAN IP and WAN IP of the NVR, but

only do de-registering on one side.

If users don't want to send notifications to certain user account, users can de-select

the user account in Event & Action Management page.
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- |User account won't be exported as saving configuration, which implies the user list of

@®

push notification won’t be saved as well.

2.2.7 SMTP Server Setup

1. Open Internet Explorer and log in to the unit.
2. Click Recording & Event / Email.
3. Click the SMTP Server tab.

Email
m Costacts '
Senver Atarnss
Jeoder
Subje | NVR Event

Event ocours! Pleass chack your

FPagyworo

® Server Address: SMTP (Simple Mail Transport Protocol) server IP
address.

Port: SMTP port.

Sender: Sender information.

Subject: The subject of the mail.

Body: Email content.

SMTP Authentication: Before sending out an Email, enter the
username and password for SMTP authentication.

Username

® Password

4. Click the Send Test Mail button and the system will send a test mail to the
sender. Check it after testing.
5. Click the Save button.
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2.2.8 Add Event Contacts

1. Open Internet Explorer and log in to the unit.
2. Click Recording & Event / Email.
3. Click the Contacts tab.

® Add Contact: Add this new contact into the contact list.
® Reset: Return to the latest saved settings of the contact list.
® Save: Save this time modification of the contact list.

Insert the name of a new contact.

Insert the Email address of this new contact.

Click the Add Contactor button.

Click the Save button to save this modification of the contact list.

No vk

2.3 RAID & File Settings
2.3.1Create a RAID Volume
In this system, the term RAID volume refers to one or more disk drives

working together as a RAID logical drive. You must create a RAID volume
before starting to record.

1. Open Internet Explorer and log in to the unit.

2. Click RAID & File System / RAID Management.
3. Click the Create tab.
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RAID Managemen

RAID Status

RADLmel (ORADO (DRADY RADS RAD1

0
Clowkz:

4. Choose the RAID level you prefer for your disk array.

5. Check boxes of disks and click the >> button to assign disk drives for this
volume.

6. Click the Create button.

7. A confirmation dialog pops up. Check the Yes, I want to create volume
with those disk(s) box, and click the Yes, create it button.

Crease volume as RAID 1 x
Use those disk(s):
Disk Name Modet | Capaoay
Disk 1 | ST31000525SV 831 GB
Disk2 { ST310005258V 193168
[Fives. 1 wantto create volume with those diskis)
| Yes, created |

8. Creating RAID volume takes a while, depending on the size of disks and the
RAID level you choose. You can start recording during RAID creation.

- Nolumws TRAID M VOLUKE 1
- VOLUME1 RAD Lswsl RAIDY
Desk 1 TRAD States  Funchonal
Dk 2 Totu Capaclly 93151 GB (253858 M8)
Five Capacsty NA
Useg Capadily N
Usage
Updals Tive 2011/ 4725 PM 123737
Tolt Davices. 2
Acttes DecEs
Falles Devices
‘Spare Dewcsa
Famual Progress

Recoveny Progress | | 1%

o on
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- |The RAID Volume will be functional on another unit if all disks of this volume are
= 'moved to the unit.

- After setting RAID level, you are not allowed to change neither the RAID level nor the
= 'number of disks containing in this volume.

To reduce the possibility of having problems to access public folder via My Network
Places, before creating new disk volume or modifying volume, please delete the invalid
volume if any.

If you choose Express Mode when using the Installation Wizard, the disk(s) will be
set to RAID 1 (2 bay) or RAID 5 (4 bay) automatically unless the number of disks is not
enough for this RAID level.

2.3.2View RAID Volume Status

RAID status refers to the disk drives on your unit and how they are arranged
into a RAID volume.

1. Open Internet Explorer and log in to the unit.
2. Click RAID & File System / RAID Management.
3. Click the RAID Status tab to view the status of your RAID Volume.

RAID Management

i Delete | format |
. 1

RAD Name  VOLUME1
— VOLUME RAD Level  RADD
Disk 1 FAID Stalug  Functional
Tolal Cepaolty 233 GB
Free Coxnocty 216 GB
Used Capocty 13 G8
Usage E | 5%
Update Time 2011/3728 PM0917.00
Totul Oevices
Actres Devices
Faled Oevices
Spara Devices

- VOLUME2
Disk 2

Format Frogress

Recuvery Frogress

® RAID Name: Name of your RAID, automatically assigned when it was
created.

® RAID Level: RAID 0, 1, 5, or 10, specified when it was created.

® RAID Status: Functional is normal. Critical means there are some
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problems on RAID volume, but the recording status is normal. Offline
means that no volume is found, so recording is stopped and you cannot
access your data either. File system error means that RAID volume is
existed but unmounted, so recording is stopped and you cannot access
your data either.

® Capacity: Total, free, used data capacity of the RAID volume.

® Update Time: The time of volume created/updated.

® Devices: Total number of disks and the number of active, failed, spare
disks.

® Format Progress: The status of RAID format

® Recovery Progress: The status of RAID recovery

2.3.3 View Disk Drive Information

Click the RAID Status tab.

b

) RAD Status
u;'.
= Volumss Yengor
Modet
Z3pacsy

- VOLUME1
Disk2

Firmware Version
Suns No

Senant Suppoa
Sman Enatie
RAID Otatus

2.3.4 Modify RAID Volume

This function is designed for replacing a broken hard drive with a new one,

instead of modifying RAID level.

In the condition of critical RAID status, it's a warning to show that one of disks
of this RAID volume may be damaged. Even though it’s no impact on the
recording function, you’d better to replace a new disk to make sure the volume

with data protection mechanism.

Open Internet Explorer and log in to the unit.
Click RAID & File System / RAID Management.

Click on a disk directly to view the information.

Hitachi
HOFT725050GLA360
465 8

Gieg
GECSI4RICHKINE
Yas

Enable

Attive

This function is not applied to RAID 0, since there is no data protection mechanism by

40




its nature.

Q In case of any unexpected damage, we recommend users to unplug running HDD by
| this method, which can be viewed as security hard drive remove.

1. Open Internet Explorer and log in to the unit.
2. Click RAID & File System / RAID Management.
3. Click the Modify tab.

RAID Management

RAID Status reats

4. Click on the volume you want to modify. The information of this volume will
be displayed under the Modify Volume section.
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Volume RAID Level RAD Capacty RAID Status Details

) 23 Disk ©Diskz 931 GB ST310005258Y

5. After removing the damaged disk. Add a free disk to replace the damaged,
and click the Modify button.

6. A confirmation dialog pops up. Check the Yes, I want to modify this
volume box, and click the Yes, modify it button.

Modty Volume x
Are you sure you want to modify this volume?

RAID Name__ | VOLUME1

Capsaly 9315158 |
RADSuls | Crivesl - |
AssignedDisks _Disk 1| 931 GB | ST310005255V

Action for modifying volume:
Add Disk

Disk2 931 GB ST310008298V CV12 SVPSMADN
[@lives, | wantto mody shis votuma

i Yes modity & -

7. Modifying RAID volume takes a while, depending on the size of disks you
choose. Recording won't be stopped during the modification, and the data
of this RAID volume is fully accessible.
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~ Volumes RAILNaime  VOLUMEY
— VOLUNE1 RAD Lasel RAID1Y

Disk 1 RAD Slas  Funcsonal

| oKz Tulal Capsciy 93151 GB (352053 MB}
Flee Capaaly NA
R o

Usagy
Uodale Time 201174726  PM 0400:29

2.3.5Delete a RAID Volume

1. Open Internet Explorer and log in to the unit.
2. Click RAID & File System / RAID Management.
3. Click the Delete tab.

RAID Management
RAS) Stxtus ooty

.

' Volume RAID Level RAID Capadty RAID Status Details
@ | VOLWME RAD1 2315168 Funchional Details

4. Click the option button beside the RAID Volume you want to delete.

5. Click the Delete button.

6. A confirmation dialog pops up. Check the Yes, I want to delete this
volume box, and click the Yes, delete it button.

Deiete Volume *

Are you sure you want to delete this volume?

Volime | VOLLMET - DRl
Disk Name [Model | Capaaily
Assigned Disks Disk 1 | ST310005258V |31 GB
| Digh2 ST310005258V 931 68

@}u: I'want 16 delete s volume

o= - |

7. System will restart automatically after RAID volume is deleted
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When you delete a RAID Volume, all the folders in the RAID volume and all the data
saved in the folders will be deleted. Backup any important data before deleting a RAID
Volume.

2.3.6 Format

Neither pressing reset button nor loading default setting, the data of RAID
volume won't be deleted, which implies that format is the only way to clean
the RAID information from disks.

1. Open Internet Explorer and log in to the unit.
2. Click RAID & File System / RAID Management.
3. Click the Format tab.

RAID Management
s ond o —

volume RAID Level RAID Capacey RAID Status
YOLUME? RAIDO 186302 GB Fundions

4. Click the option button beside the RAID Volume you want to format.

5. Click the Format button.

6. A confirmation dialog pops up. Check the Yes, I want to format this
volume box, and click the Yes, format it button.

Format Volume *

Are you sure you want to format this volume?

Volume VOLUMET
Desk Namae | Modal Capacy
Assigned Desks Desk 1 | ST31000525SV 1931 GB
Disk 2 ST310005255Y 831 GB

Vlives, | want o format this volume

7. System will restart automatically after volume format is complete.
2.3.7 Modify the "My Network Places” Protocol Settings

There are another two ways to access the recorded data in the unit: through

Workgroup or through FTP.
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Open Internet Explorer and log in to the unit.
Click RAID & File System / Protocol Control.
Click the Windows tab.

Check and enter the unit’s information.

Click the OK button.

Protocol Control
m 717 Sharing |

SenwEs | (D Enabie O Disable

Servel Name | NVRmini 2

Sarver Dapenplion | Room 1

Diotruin of Workgcoup Name | WORKGROUP

Services: Enable to let users access this unit through Windows Explorer.
(default: disable)

Server Name: The name of this unit, which is set in the Setup tab of the
Network Setup function.

Server Description: The name which will be displayed in Windows
Explorer.

Domain or Workgroup Name: The name of this unit’s workgroup.

2.3.8 Modify the FTP Protocol Settings

uvnkwneE

Open Internet Explorer and log in to the unit.
Click RAID & File System / Protocol Control.
Click the FTP Sharing tab.

Check and enter the settings of this unit.

Click the OK button.

Protocol Control

) TP settings

Soces (9 Enadle () Dusable
Command Port 21

Fasime Fords (1024 65535

= e R el

N/ Ot

Services: Whether users can access this unit through FTP or not.

Command Port: The port for commands between a server and a client.
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® Passive Ports: The data transmission port of passive mode.

2.4 Auto Backup

This feature enables you to automatically backup the recorded video of the
previous date to FTP site. There are two steps to enable the function, one is
Set up Backup Schedule, another is Set up Backup Server.

2.4.1Set up Backup Schedule

Open Internet Explorer and log in to the unit.

Click RAID & File System / Auto Backup Management.

Click the Backup Schedule tab.

Set up backup schedule, select the backup channels, and check the Enable
option to enable Auto Backup.

b

Auto Backup Management
R Hackup Server |
& Backup Schedule

Milo Bacrup | |/ Enable

Dally Bachus Time 00 - 00
Video Starl Time | O7 - 00
VilgoEndTime | 18 00

s2iect al/ nane
Camura
Y Camera1 V/Camera2 viCamerad ViCamera4

) Current Event Settings
Unabie %o access FTP  Enable
Baowe Uohnished | Enable

Auto Backup: Check the Enable option to enable this function.

Daily Backup Time: The daily scheduled time to start backup process.
Video Start Time: The start time of recorded video of the previous date.
Video End Time: The end time of recorded video of the previous date.
Camera: Select the channel(s) to backup.

5. Current Event Settings shows the condition of the events of auto backup
- enable or disable. Follow the steps of System Events and Responding
Actions Setup to configure the event & action.

- | The system backups recorded video files one by one. If the connection between the
=/ unit and FTP server is normal, but some problems of FTP causes the system unable to
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write files on FTP, the system would try each file three times before starting to backup
the next file. If the connection is lost, the system would wait for the connection, so no
file would be skipped.

2.4.2Set up Backup Server

Open Internet Explorer and log in to the unit.

Click RAID & File System / Auto Backup Management.

Click the Backup Server tab.

Set up the FTP server and create a folder for backup files. The folder format
is "“FolderName”, “"FolderName/SubFolderName”, and so on.

b

For example: AutoBackup/NVR
Auto Backup Management

Backup Schedute 1+

0 Backup Server

FIFSie | nuuo dnsalias com

FIRFot | 21
Ussmame | FAE
Fassauil  essssssssse

Backip B Remuis Folder | AutoBackup/NVR

L B

5. After setting up all the information, click the Test FTP button and the
system will create a folder to FTP. Check it after testing. In this case, the
route of the tested file will be:
ftp:/ /nuuo.dnsalias.com/AutoBackup/NVR/NVRmini2_ComputerNa
me

“&¥ ftp-#fnuuo dnsaliss.com/AutoBackup/ - Micro_.. | [[0/E4
File Edit ‘iew Favorites Tools Help [ :,'

@Beck - \\:) v )‘XT I /:) Search |{ Folders ‘ 2

Address | (2] fip:/inuvo dnsliss comAutoBackupM VR | [E4 Go

6. Click the Save button.
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_ Make sure the FTP account with privileges of administrator who is able to upload,
[ rewrite, delete files, and create new folder. Besides, make sure the FTP server has
enough space for auto backup.

~~ | To avoid the failure of auto backup, please check the normality of FTP server regularly
=/ | (e.g., enough space for video, system conditions.)

2.5 Network Setup
2.5.1View Network Status
1. Open Internet Explorer and log in to the unit.

2. Click Network Setup / Network Setup.
3. Click the Information tab to view the unit’s network information.

Network Setup
T | oS Seww | o Pt rorwarn |

SanerName | NVRmuni 2

) §thermet Adaptor 1 information
# Adtiens | 162 168.3.202
SubnutMass | 2652852420
Detaust Gateway P Mdreas | 19216811
Primaly ORS | 16216311
Secondary DS |

2.5.2 Network Settings
1. Open Internet Explorer and log in to the unit.

2. Click Network Setup / Network Setup.
3. Click the Setup tab to set up the network settings of your unit.
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Network Setup

pdormaton . DONS Setug UPne Port Torwarding

" C

Bervet Name | 1WRmini 2

(=) Obtain an IP 3daress sutomatically O Specity an © sddress

® Server Name: Name your unit.

Q Because of the internal data modifications required, it takes a few seconds to change
the name of your unit. Log in again after configuration activated.

® ]

Internet Protocol: Choose to obtain an IP address from external DHCP
server automatically, or configure the IP address manually.

IP Address: IP address of this unit.

Subnet Mask: Subnet mask address.

Default Gateway IP Address: Gateway IP address.

Primary DNS: Primary DNS (Domain Name System) address.
Secondary DNS: Secondary DNS address.

There are two Giga LANs in 4bay unit. We recommend using them under the scenario
:Q of two subnets, one is for cameras/devices, and the other is for remote access. If you

deploy two LANs on the same subnet, it’s likely to make parts of camera disconnected
as either one of LAN is disconnected.

4. Click the DDNS Setup tab to enable Dynamic Domain Name Server
function, allowing you to connect unit with dynamic IP address.
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Network Setup

miormaton Setup

2.5.3 Auto Port-Forwarding

This function is designed for saving time in port configuration on router if users
want to access the unit (in LAN) from WAN. Once enabling UPnP Service on
router, users can do port-forwarding for setting page (default: 80), liveview
(default: 5150), playback (default: 5160), and CMS (default: 5170)
automatically.

Open Internet Explorer and log in to the unit.

Click Network Setup / Network Setup.

Click the UPnP Port Forwarding tab.

Click the Search button, and the searched routers will be listed.

HwWwN e

Network Setup

nformation Setup DONS Setup

IP Agdaress

192 168.81

5. Select the searched router, and all UPnP ports configured on this router will
show under the UPnP Port Forwarding List.
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Network Setup

Setup DONS Setup

Vinual P
192168862
1921688223
1921688223
192168955

6. After selecting one of searched routers, click the *# icon to set up
port-forwarding to this router automatically. You will find ports of setting,
liveview, playback and CMS are listed.

Network Setup

Inbormation

102168362
1921688222
1921688223
192169955
182158350
192168320
192168350
192 168350

| For security reason, the privilege of UPnP port-forwarding is LOWER than
3@? port-forwarding configured on router. Therefore, if the ports have been used on
router, we are unable to know before finding out access failure.

UPNP port-forwarding is for temporarily use only. Most of UPnP router will clean up all
:O: UPNP ports after router reboots. Furthermore, for some routers, if the port you want
to add has already been used for other devices in the same way (UPnP port
forwarding), this “enable” action will cover over the settings.

2.5.4 Network Service Setup

1. Open Internet Explorer and log in to the unit.
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2. Click Network Setup / Network Service.
3. Click the Web Service tab
4. Set up a port for this unit and click the Save button.

Network Service

Live Vow & Playbock Setvics CHMS Setvice

e e

5. Click the Live View & Playback Service tab.

Network Service

Weob Sarvice

o l
- | AddieWhitelist | | AddtoBlackl=t |

ingex P

® Live Streaming Server
» Port: Live streaming transmission port.
» Maximum Connections: Maximum connections from remote access.
(Max: 64)
® Playback Server
» Port: Playback transmission port.
» Maximum Users: The number of users who can access playback
functions at the same time. (Max: 8)
» Log Access: Check to record playback access information on NVR Log
page, including access time, playback video channels, and time
frame.

® Allowed/ Blocked List
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» Allowed List: Only IP addresses from the allowed list are allowed to log

in.

> Blocked List: IP addresses from the blocked list will be unable to log

in.

When setting Maximum Connections in Live Streaming Server settings, 1 connection
means that one user connects to one camera. If the maximum connections value is
set to 16, and each user connects to 4 cameras, the allowed connections per user will
become 4, rather than 16.

2.5.5CMS Service Setup

1. Open Internet Explorer and log in to the unit.
2. Click Network Setup / Network Service.
3. Click the CMS Service tab.

Network Service

Web Servica | Live View & Playback Saivice v

) M5 Server
CME Sanu
Font

Maxnmum Connedinne

CMS Server: Check the Enable option to enable CMS service.
Port: the port number through which the CMS connects to this unit.
Maximum Connections: The maximum number of allowed CMS
connections.

2.6 Management

2.6.1 View the List of Users

. Open Internet Explorer and login the unit.

. Click Management/ User Management.

. Click the Create New Users tab.

. The list will be displayed on the bottom of the page.
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Q) e st

ho Narme Group

A123456789 powsruser

2 2333
3 A

a4 abacd user

guastuser

guestuser

2.6.2Create New Users

Live Vew Tz 0 E-Map
1234 ) 0 Q
X A X
234 A X A
1.2 0 o 0

1. Open Internet Explorer and login the unit.
2. Click Management/ User Management.
3. Click the Create New Users tab.

User Management

Flayrack Secews Data |

1234 0

X
X
1.2 0

w Users Hodity Users |

Usesname
Fassward

Sroup

Live Vizw Azcess

Farback Acess

Change Password

power user *

Al Channal 1 Channal 2 Channal 3
PTZ Controd 10 Control | E-map Selings
Al Channel 1 Channel 2 Chanmnel 3
Bachup Data Delsts Data

4. Insert the username of this new user.
5. Insert the password of this new user.
6. Choose the group of this user.

Channel 4

Channel 4

Power user: Power user can do all the settings except the Network

Settings, RAID Settings, and Management function.

User: User just can change his/her password and do the live view and
playback functions.
Guest user: User can do live view and playback function only.

7. Select the live view cameras which this user can access.

8. Select the playback channels which this user can access.

9. Check whether this user can backup or delete recorded data.
10.Click the Create New User button to finish it.

The Administrator will be the only user who can use all of the functions. There is a
default administrator account in the system, and you cannot create neither another
“Administrator” account, nor another username named “admin”.
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2.6.3 Modify User Information

Open Internet Explorer and log in to the unit.

Click Management / User Management.

Click the Modify Users tab.

Click one of the users in the User List on the bottom of this page.

=

User Management

Create Hew Users

Usemans  quad
| ouser M
| AN 4 Channel 1[4 Channel2 |//Channel 3 VI Channel 4
| YIPTZControl (710 Gontrol (¥, E-map Sefings
1Al [iChannel 1 [/ Chamnel 2 |7 Channel 3 (7] Channel 4
Y!Bacgp Data [/ Oefete Data

SUPSCAsor  pOwWSr usar 1234

Change the group of this user.

Select the live view cameras which this user can access.
Select the playback channels which this user can access.
Check whether this user can backup or delete recorded data.
Click the Modify User button to finish it.

© ® N v

2.6.4 Change a User’s Password

1. Open Internet Explorer and log in to the unit.
2. Click Management / User Management.
3. Click the Change Password tab.

User Management

Croale New Users | Modity Users
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Choose the user.

Enter a new password.

Enter this new password again.
Click the OK button.

No vk

2.6.5 Delete Users

Except for the administrator, you can delete any users with the following
steps.

Open Internet Explorer and log in to the unit.

Click Management / User Management.

Click the Modify Users tab.

Click the Delete icon of the user you want to delete.

b=

1) User List

fame Group Live View L4 Q E-Map Maybacs Bacxeg Data

3123456739 power user 1234
asaa Quesiusel

asu Questuser 1234

o ss]

5. In the confirmation box, click the OK button.

2.6.6 Online License Activation

There are two types of license currently, camera license for 2/8ch-device and
POS license for all series. With the camera license upgrade, the 2ch-device will
possess up to 4ch capacity, while 8ch-device will possess up to 16ch capacity.
With the POS license upgrade, users can use POS function.

There are two ways to activate license, online and offline.

1. Open Internet Explorer and log in to the unit.
2. Click Management / License Management.
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License Management

™ There are no icsnsss yet

3. Select Online as the Activation Type, input serial number, and click the
Activate button.

4. The license will be updated in License List if activated successfully. System
will reboot automatically.

Proguct

NUUO NVRmin| 2

2.6.7 Offline License Activation

If the device is set up in Intranet (Local LAN) without Internet connection,
there is another way to activate license.

1. Open Internet Explorer and log in to the unit.
2. Click Management / License Management.
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License Management

™ Thate are no licenses yet

3. Click the Export button under the section of Offline Activation to export
the information of this unit.

4. Download dialog pops up. Save the request file and take it to other PC
which is connected to the Internet. Furthermore, the PC should be installed
OffLineTool.exe which can be found from NVRmini 2 toolkit.

File Download =

O:m'-ﬂounhh.-'hdam-.-hq-l
"

N Name  offiineseq
*l Tyoe  Unknown Fe Type, 398 bytes
Fom 152.168.3.86
L Fs [ s | [ coww |

While fas from S Intermet can be usehd, some fles con potarsely
Faen your computer ¥ yous do nol st the source, do et fird &
Progree 1o open the file or ave fhee e Ihat o 9o rek?

5. Execute the OffLineTool.exe in that PC with Internet connection, and select
the request file offline.req.

Lok i [ 1 OFFLRETEST s ~Beofl
= same > Date rarified Type
,._,‘*’,,_ L eMneses B9 AIAM  REQ e

. NUUO NVRmini 2 | z

NUUQO Backup System Desto

& NUUO Install Wizard .é.

[Z] NUUO Offline License Tool Y

NUUQ Playback System ot

NUUO Remote Live Viewer S‘“

m NUUO Verification Tool o = '

& Uninstall NVRmini2 Toolkit e A O B S

| User Manual pasihialll s 3 o |
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6. Input the serial number, click the Activate button, and save the .dll file
offline_license.dIl.

7] ofting Toel ﬁ

Informason
Actteate new BN,

Please Pput EN:

Can nat bead request fe. ’

Inputteee
Server nlcematon Mo pam [ClissGummpOeam =
SN gt
& npt SN l)om»oaoc.ao:omo—aﬂ Complete! Pleate copy the license file
T \Users fimmy \ Desktop \ oMine_lcense dl and import 10 your

 impost S e [ Ll program

™ St

7. Import the license file to the unit.

Import License File C\Jsers\Miranda\Documents\Qil | Browse...

8. The license will be updated in License List if activated successfully. System
will reboot automatically.

Product

NUUO NVRmini 2

2.6.8View the Event Log

1. Open Internet Explorer and log in to the unit.
2. Click Management / Log System to find the event list of your unit.
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N NR1icg l NREwrLog : Export and Bacap Log !

' Date / Jime (o Message
2011/03/50(Med] 14:15:43 info wed serdcoe start
011/03/30(Wed) 14:15:43 infe Wel serace S1op
2011703/30{Ned| 13:09:%6 Infe web serace start
201 3/30{Wed| 14:09:36 info web service siop
2011/03/50(Wed| 14:07:23 info stant network ingerface othO with static ip=182 168 3 123
2011/03/30 (Wed) 10:10:08 Info samba senace star
2011703/30{Red) 10:10:07 Infe NVR APP stant

There are four kinds of event which will be listed on this page.

Hardware Log: The log information of the operations to your unit, such
as reboot or shut down.

NVR Log: The log information of the NVR system, such as system,
recording, user access information, POS and auto backup.

NVR Event Log: The log information of the “Event & Action
Management”, such as motion detection or camera connection lost.
Backup and Export Log: The log information of the track of video data
exported and backup.

The NVR Event Log will be recorded only if event is selected on Event & Action

Management page. As for user access information, please go to Network Service

to check Log Access box to enable this function.

2.6.9 Save Unit Configuration

Save configuration can let you save the settings of this unit. These settings
can be applied to other units, which will let you set other units more easily.

1. Open Internet Explorer and log in to the unit.
2. Click Management / Save / Load Configuration.
3. Click the Save Configuration tab.
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Save/Load Configuration

Load Confgurabon

4. Check the box of E-Map Settings or POS Settings if you want to keep the
configuration.

5. Click the OK button.

6. The configuration file will be generated into the chosen folder.

Q User account won't be exported as saving configuration, which implies the user list of

push notification won’t be saved as well.

2.6.10 Load Unit Configuration / Default Settings

Load configuration can let you apply another unit’s settings to the current unit;
Load Default Settings will revert all of the unit’s settings back to the default
factory settings.

1. Click Management / Save / Load Configuration.
2. Click the Load Configuration tab.

Save/lLoad Configuration

Opsonal | I E-Map Seftings I FOS Setings

3. Follow the direction to Load Default Settings or Load Configuration.
For the former, uncheck the box of Network Settings to keep the IP
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address; for the latter, check the box of E-Map Settings or POS Settings
if you want to restore the configuration.

4. Click the Load button.

5. A confirmation dialog pops up. Click the OK button to begin to load the
settings into your unit.

- If there is POS database existed in the unit, loading configuration with different POS
=’ | application config is likely to make the original POS data unsearchable.

If the saved configuration is without E-map or POS settings, selecting loading
configuration with E-map/POS settings will lead you get the default. The original E-
map/POS settings (if any) are covered and untraceable.

User account and privilege will be kept even if loading default settings, while

| camera settings, recording schedule, event & action settings, Email setting and server
w settings won’t be. RAID information will always be kept whether loading default
settings or loading configuration.

User account won't be exported as saving configuration, which implies the user list of

- push notification won’t be saved as well.

2.7 System

2.7.1View System Information

1. Open Internet Explorer and log in to the unit.
2. Click System / System Information.

System Information
) Information

Operatng é’ﬁ\aﬁ'\ Qw-

NYR Vessien | 01.06 00020105
Devics Face Version | 02040000 0010
CPU | Feroceon BEFR131 rev 1 (v5l)

CPU Loadng | 1294%
MAC Adgrwss [ SOES4D69AG12

CRUTemperature 120,000 °C

Syutern Fan Speed | 3530 RPM

Locsts || Locate

The system information includes the following items.
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Operating System: Embedded Linux

NVR Version: NVR system version

Device Pack Version: Camera package version

CPU: CPU model number

CPU Loading: The approx. CPU loading of this unit

MAC Address: MAC address of this unit

CPU Temperature

System Fan Speed

Locate: Click to trigger the buzzer to let you know where the unit is

2.7.2Smart Fan Control

1. Open Internet Explorer and log in to the unit.
2. Click System / System Settings.
3. Click the Fan Control tab.

System Settings

Burrer | APCUPS |

¥ Fan Control
CPU Temperaturs ;32 000 °C
System Fan Speed :2652 RPM

Sehng | (DEnsvle () Disatils

Lok conc

4. Check the Enable or Disable option.
5. Click the OK button.

2.7.3 Buzzer Configuration

There is a buzzer in the unit. When the unit finishes booting or when a problem
is detected, this buzzer will sound. This buzzer is enabled by default. You can
disable/enable this buzzer with the following steps. (We recommend that this
buzzer should be enabled.)

1. Open Internet Explorer and log in to the unit.

2. Click System / Settings.
3. Click the Buzzer tab.
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System Settings

ARC Ops

4. Check the Enable or Disable option.
5. Click the OK button.

2.7.4UPS Setup

This feature enables you to tell your unit how long to run on APC
Uninterruptable Power Supply (UPS) battery power and when to shut down,
after power failure.

Attach the APC UPS to one of the unit’s USB ports.
Open Internet Explorer and log in to the unit.
Click System / Settings.

Click the APU UPS tab.

Check one of the options:

uvnkwnE

System Settings

Fan Controd BRzyed

APC

e bt Sl i
50939022750

oN

| System shuldown as powar of the UPS remains

: System shuldown as power of the UPS remains

® Disable: Run until the UPS battery is depleted

® System shutdown as power of the UPS remains ___ %: Run until the
UPS battery remains this percentage.

® System shutdown as power of the UPS remains __ min.: Run until
the UPS battery remains the certain period of time.

6. Fill in the specific value if you choose the last two options.

7. Click the OK button.
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2.7.5Upgrade the System

1. Open Internet Explorer and log in to the unit.
2. Click System / Upgrade.
3. Click the Firmware Upgrade tab.

System Upgrade
AT TN Upgrade Notfication |

0 Vpgrade.

Clsrent HUR Version | 01.08.0008 0105
Cunurt Davice Fack varsion | 02 04 0000 0010

Solod fie

4. Browse the FW for upgrading and click the OK button.

5. A confirmation dialog pops up. Click the OK button to start upgrade
process.

6. After upgrade, the system will restart. You need to re-access the unit again
after this.

To make sure the future function expansion and upgrading quality, from version
v1.6.1, users are only allowed to update system as RAID volume created. What's

more, there must be at least 300MB free space of this volume.

2.7.6 Upgrade Notification

Enable this function to allow us to notify you automatically when there are
firmware updates (Recommended). This will help keep your system up to date.
The updater will also collect info from your system that will be used for future
system improvements.

1. Open Internet Explorer and log in to the unit.

2. Click System / Upgrade.
3. Click the Upgrade Notification tab.
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System Upgrade

Femware Upgrade

1 | [ Enable (By using this Ancion, ¥oo agree 1o be bound by the agreement balow)

a0k | This is an agreement between you, e end usar, and NUIUO inc. (NULIO"). By using this funcion,
i | you agree to become bound by the berma of this agreement. If you dont agree 1o e feams of
agreement, please unchock the "Enable Upgrade Neafication function”

‘mmhm
MWWMumMIdmmwbhmmm
Incluang haraware conbgurations. Soma info may contan identifiable personai data, Inchuding

| names of emall 0esses; however this Info Wil nol D8 USed 10 Idenafy or contact you

How is the Info used?

This info will be submied 1o NULO and used to generate reports, which are focusad on Suency of

MNUUC's solution. This Information will help improve NULO's product in tms of third pary suppoit
| and eMoency.

Infcemation collecied by NULID wil be saved and processed in NUUD, its subsidianes within the
| conglomeErais of representstive ASUtion partners around the workd. NUUIO has the right 1o reveal
| personat Info under aw rastictions or Gue 10 the following requirements: (a) winen required by fawful
| orger, (D) 10 protect & propedy and ights Ihal belong 1o NUUO and the comporste. (¢) under
emerpency siuations 5o ensure security of NUUD'S products. employees, users of the sysiem of the
| ganeral pudic

NUUO miay suthorze mird pany companies 10 provide semces intluding customer Support,

| handiing deals of anal2ing staescal reports NULO will only prodde these comoanies te info
required to performn these services The companees are requesied fo keep a8 info as confidenal,
0y unauthorized wsage of the info 15 strongly prohibited

Keaping your information safe

MNULIO i3 dedicalec in keeping your informaton safe. We make use of vanous seasily measises o
| prevent unauthorzed access. usage or dsdesure of your mformation For instance, all data wil be
S39d N F0CESS MRS Computers In conyolisd faciines.

Contsct us

| NULID waicomes any comments regardng to prvacy statemants. If you have any conoems or

| cannot idendfy with this agreement, pleass contact us 3t sevce@nuuo com. If you raquire any
; .blunmwu.

4. Check the option if you agree to be bound by the agreement.
5. Click the OK button.

2.7.7 System Date and Time Setup

1. Open Internet Explorer and log in to the unit.
2. Click System / Date/Time.
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Date/Time

d Un al Time. G h Mean Time: Dublin, Lisbon, London -

T8 | 7 Adusithe dock for dayight sang changes 2 |~ | houris)

| Mach - 25 - 100

pool ntp org (8.9 poct nip oeg)
Everyweok ~ Satuday ~ 2300 =

. Choose the time zone.
. Configure the year, month, day and time manually, or enable NTP server to

synchronize time automatically. When NTP server enabled, the date/time
settings will be grayed out.

. Check the Adjust clock for daylight saving changes option and select

the time change of daylight saving time in your location. Choose the start
time and end time of recurrence.

. Click the OK button to restart system to activate the changes.

0

Clicking the Update Now button will save the settings automatically before restarting
system.

2.7.8 Restart the Unit

1.
2.

Open Internet Explorer and log in to the unit.
Click System / Reboot/Shut down.

Reboot/Shut down




3. Check the Reboot option.
4. Click the OK button.
5. A confirmation dialog pops up. Click the OK button to reboot the unit.

The restart procedure runs automatically. When the unit is fully online:
® The System Status LED turns blue.
® The buzzer beeps one time (if the buzzer is enabled).

. During system restart, none of your files will be accessible from your
=/ | desktops/laptops.

2.7.9 Shut down the Unit

The only time you need to shut down the unit is to replace the disk drive
cooling fan or the power supply. During and after the shutdown, none of your
files will be accessible from your desktops/laptops. There are two ways to shut
down the unit.

® Shut down by Software
1. Open Internet Explorer and log in to the unit.
2. Click System / Reboot / Shut down.

Reboot/Shut down

Ogscns Redoot @ Shut down

Ra vt

3. Check the Shut down option.
4. Click the OK button.
5. A confirmation dialog pops up. Click the OK button to shut down the unit.

® Direct Shutdown
1. Open the lid of the unit.
2. Press and hold the power button for 2 seconds and release your hands
when the buzzer is beeping once.
3. System will begin the shut down process, which takes about 30 seconds to
few minutes depends on number of recording channels and other factors.
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If the system is crashed and stocked, you can press the power button and hold it for
10 seconds to force to cut off the power directly. We don’t recommend to do it if the
system work properly.
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3.POS

3.1 Introduction

3.1.1System Introduction

NUUO POS, a Point of Sales Systems based on NUUO
NVR/DVR/NVDR/NVRmini/NVRmini 2, provides financial transaction’s
surveillance solution in one central system. The architecture is as below; POS
transaction data flows to NVRmini/NVRmini 2 by Ethernet. Each Cash Register
with an external receipt printer is connected by DB9 cable. The transaction
information delivered in R232 format can be converted to Ethernet through
SCB-C31A POS data capture converter.

IP Camera SN ]

[ CMS

Alarm |ttt —

Cash Register e

ad F=
e Serial \
! . ' s wa}:r

POS Box NVRmini 2
.
- Printer Intepet

Definition of Terms
POS Original | Original data from POS. Usually with a lot of
Data symbols and no line feed.
POS Filtered result by user-defined tag-filter.
Transaction

Product Specification

NUUO POS Box
SCB-C31A

Input RS232

Output Ethernet

DC In DC +10V to +15V
Power consumption | 500 mA
Operatin

T:mperasure ~20 to 65°C




Operating Humidity | 0-90 % Non-Condensing
|

Baud Rate 110 bps to 230.4 kbps

Data Bits 5,6,7o0r8

Stop Bits 1,1.50r2

Parity None, Even, Odd, Mark, Space

Flow Control None, RTX/CTS, XON/XOFF, DTR/DSR

3.1.2 Hardware Installation - SCB-C31A

To connect Cash Register, Printer, and SCB-C31A POS data capture converter
together, please follow below steps:

Step 1: Please refer the user manual to setup Cash Register and printer.

Step 2: Using a “Y-shape” DB-9 cable, one DB-9 female connect to POS
system and one DB-9 male connect to the receipt printer Y-shape
(provided by Printer vendor).

Step 3: Using another DB-9 female connect to SCB-C31A POS Data Capture
R232/Ethernet converter with Null modem.

There are two kinds of serial cable: Straight pass-through and Null-Modem. The
connection between SCB-C31 POS Data capture box and Y-cable must be null modem
(in package).

Step 4: Check the system switch of the SCB-C31A is switched to OFF-OFF
position.

Step 5: Connect SCB-C31A with power source.

Step 6: Connect SCB-C31A with internet port by RJ45 LAN cable.

Cash reqister

:\Y—C&lble SCB-C31A
ljo Null Modem - Ethernet

Printer 1B o
—af

\’M

Provided by printer
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RJ45

000

0
0
2 o
T &
00
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The LED Indicators:

LINK LED: Ethernet cable connection and data active.
RUN LED: System is ready (Blinking).

Serial 1: Transiting/Receiving Indicator.

3.1.3 Software Installation - SCB-C31A

Step 1: Use IE-browser to setup SCB-C31A, the default IP address is
192.168.1.1

£15erver Page - Microsert lnterost Explorer = Ed
| B ER Yew Fawetes ook Hek fe

.
| @] 192.168.1.1 v &4 6o
e —

Step 2: Setup IP address and password in Server page, and click the Save
button.

4 Each time you switch the page of the web, please click Save at first. If you leave this
= | page without saving, all changes will be ignored.
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Step 3: Setup Password if needed. Password is only using to activate a
security feature on the serial server. Once a password is entered it will
be required to access the menu and make change of configuration
when access.

Please write down the Serial number and MAC address, these two parameters are
=/ | necessary when user forget your password.

SCB.LI1A Web Configuration - SCA.CI1A

Zintes I yiun Mrve AN pesps wivhint iving, all ehomges will be igwied !
Sk name S T

Serial numbes

Version & Data

|Prsswerd | |
DHCP T2l -

F agdrass

Netmask

Gatawery
MAC acddress
Link stahs
Hergwars D

| So= || Defuk || Fassag || Peoet

Step 4: Setup according to your POS or Cash Register. Usually all devices are
default setting, you can reserve your time to pass this step.

Step 5: Please restart/reset the box after changing configurations to active
setup.
To reset the unit manually apply power, insert a small plastic tool, and
press lightly depressing reset located between the switch. Hold for 3
seconds and release. The Link and Run light will go out and turn back
on. The SCB-C31A will revert to the last setting.

- |Every time you change the configuration of SCB-C31, please check above setting,
=/ | especially maximum connection and Remote IP address to avoid connection fail.

3.1.4 Connection via TCP Client

If the cash register possess network, please install system according to
following diagram and purchase a POS license to activate this function.
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Cash register(TCP server) NVRmini 2 (TCP client)
Ethernet

o |
.:"L'\‘ ,| A
S &
\

Printer
€ _.‘

3.2 Software Setup

3.2.1 Activate POS License

If you are not the SCB-C31 user, you need to activate POS license before
starting the following settings, please refer to License Activation for details.

3.2.2NVR POS Setting

1. Open Internet Explorer and log in to the unit.
2. Click POS & I/0 / POS Settings.

NVR POS Setting

3. Click the Settings tab to set POS application.
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rms-’-pplwm I-t_.a-j-
Dala Sowrps
- POE Infio
| cona
[ : List of all the data sources.
> 1| : Click to insert POS and do the POS settings. See Insert
POS Setting for details.
> B : Click to remove the selected POS from the list. See Delete
POS Device for details.
> ™ : Click to configure the selected POS and modify the POS
settings. See Configure POS Setting for details.
[ : The setting information of the selected POS on this window.
> : Name of the POS data source.
> : IP of the POS data source.
> : The serial box data source used.
> : Tag type to filter the data from POS. See Tag Filter for
details.
° : List of all the associated cameras of the selected
POS.

4. Click the OK button to finalize the modification.
3.2.3Insert POS Setting

1. Click © Insert button to open the POS Setting window.
2. Set up basic data source, including Name, Model, IP address, and Port.

There are three types of models.
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[ : The device possesses one POS license, and should be
equipped with the cash register not working as TCP server.

[ : The difference from SCB-C31 is not possessing one POS
license, so user should activate POS license.
[ : Cash register possesses with network, so no need to have

SCB-C31A as a converter. POS license is needed.

3. After setting, click Test Connection to test POS device connection.

| =
POS Sefting i

Oata Source Settng Miscellanecus

Name v Reotord POS Taansacion

v Dusplay on Wdeo Freview
* Atways Display

Last ke

seconds

|
Test Connecion

ocation
Location 2
Location 3
n 4

>
&5 CAMO4 Location 4

4. Set up Miscellaneous options, including Record POS Transaction and

Display on Video Preview.
° : Select this checkbox to record POS

transaction data. Users are allowed to search the POS data.
° : Select this checkbox to display POS

transaction overlay on associated camera live video. Two types of
transaction data display time:

> : Name of the POS data source.

> : Keep transaction data on video until receiving next
transaction date.

> : Each transaction data only lasts on video for

seconds after receiving the last data of transaction.
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5. Select Tag Filter. See Tag Filter for details.
6. Select the camera of Associated Cameras to display POS transaction
data overlay on live video.
7. Set up display area for each camera video in Display Region Definition.
[ : The default display area is in the upper left corner of video
image.
[ : Enable User Define, and define display area by dragging
rectangle
8. Click the OK button to save.

3.2.4 Delete POS Device

1. Choose POS device.
2. Click ¥ Delete button to remove this POS device from the system.

3.2.5 Configure POS Setting

1. Choose POS device.

2. Click ™ Configure button to open the POS Setting window.
3. Refer to Insert POS Setting to modify configuration.

3.3 Tag Filter

The original transaction data from POS system is hard to read. Users can
define filters to make the POS strings meaningful. The system also provides a
simple default tag filter to filter out same common EPSON commands, users
can base on this default tag filter to edit their customized filters.

3.3.1 Add New Tag Filter

1. Click ® Insert button or choose a device and click ™ Configure button
to open the POS Setting window.
2. Click New to open tag filter window.

: Name of Tag Filter and Connect button.
: Original transaction data from POS device.
: Filtered data after definition.
: Tool used for defining filter type.
: List of all filters.
: Clear/import/export buttons to clear/import/export the
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original and filtered data.
® Filter Tools: Upper/down buttons to arrange the priority of each filter;
remove button to remove the filter from list.

Yoy Fiow "‘;
S——
Name | General Cornect
T ——— =
3 | By
Oginal Dt #er30 Oata ot Ll -
Original Data Filtered Data

4 33 J Filter Tools

| Filter Functions [—‘;A‘X
| P Sabattuson

Filter List
Encosn 0
x|

3. Enter name of this tag filter.
4. Click Connect button to capture POS transaction data from POS device.
The original transaction data will be shown on the left window.

If you don’t want the data keep importing when editing filter, click Disconnect button
to stop connecting.

5. Data Tools
> #® Clear: Remove data from Original Data window and Filtered Data
window.

> @ Import: Reload exported binary data.
> & Export: Capture and export original binary data.
6. Start to edit tag filters. Click and drag to select text from Original Data
window, and then use the below six buttons to define filters. The filtered
transaction data will be shown on the right window.
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Transachon Defrition

Onginal Data:

Fikerad Data

WELCOME 10 NUBOD HARKEY

(> <Bar<m
2000-05-01¢F)  12:06:39

APPLE JUICE $31 TX

ORANCE JUICE $31 1x
COKE $31 X
T0TAL $150

VELCOME TO HOUD MRRKET

® Omit: Neglect the selected text which is meaningless or not important. The
text will disappear on the right window.
Transacien Defindon
Originel Data Fateras Data Xaa
l ceoc MELCOME TO NUUO MARKET -~~~ ~<0d><Ba><d iuucm! 10 MUUD MARKET A
® Substitute: Use another word(s) to replace the selected text. The system
will pop up a substitution panel for replacing word(s) users want. The
replaced text will be shown on the right window.
Transaction Defnition 2
Ongingl Data Fikersd Dasta X ﬁ x
12000-05-01(fri)  12:06:33<0d><Ba>< 00> <BaAPPE | ~
i?ﬂ"»ﬁ‘i 0I(FRI) 12:96:33
® Add New Line: Define the selected text as the symbol for changing to new
line. The result will be shown on the right window.
Transachon Defrition
Originat Data: Fikerad Dats LR
}----- WELCOME TO NUBD MARKET «-v- <> <Ba> & VELCOME TO HUUS HARKET &
<Bd><B8a)
2000-95-®1(1n) 12:06:33< > CRa> 12009 05-01(FR1) 12:06:33
< 0> < 82> |
APPLE JUTCECO9>$31 TR CBa> |ﬂPPU’ JUICE $31 TX
ORANGE JUICE<®9>$31 TXC04) 04> {ORANGE JUICE $31 1x
COKECP><NO>$31 TXCNI) <Ba> {coxE $31 X
TOTAL<@9><09>$158<0a> <Ba> [T0TAL $150
<o) <aa) I
== THANK YOU VERY HUCH? ~~--~<Bd> B3> - THANK YOU VERY HUCH® v
® Start: Define the selected text as the symbol for transaction beginning. The
filtered data will be separated line as below.
Transacson Defintion r
Onginsl Data Finsred Dalx X ‘é Rl
!,, . VELCOME 10 WOUS MARKET vve-CBE>C0a) A |ommnmmmmmmmmmmmmmmmmv =
’«'a;)(ql.n | NUBD HARKET
® Cash Register Opened: Define the selected text as the symbol for opening

cash register. The filtered data will be shown the <Cash Drawer Open>

mark as below.
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Transacton Defestion

Originat Data Fitered Dsta Xaax
Jroee WELCOME TO NUUD MARKEY nooerCBUCBY A oo ~
CBd><8a> MUUO MARKET
2009-05-01(n)  12:06:33<C0a >
<Od><0a> 2000-95-91(FRI) 12:96:33
APPLE JUICE<09>$31 TX<Ua) <R
DRANCE JUICE<OP>$31 TR <Oa> APPLE JUICE $31 TX
CONECD9><09>$31 TX 0> (04> ORARGE JUICE $31 T
TOTAL <095 CO9>$150C0d> < 0> CONE $a1 1x
<Ry <Cash Drawer Open>
o« THANK YOU UVERY WUCH? COdd<Ha> ¥ | v

End: Define the selected text as the symbol for transaction ending. The
filtered data will be separated line as below.

Transacaon Dafintion

Onginal Cata Fikerod Datx x i E
----- WELCOME TO MUUD WARKET -----<Gu><fiay ~ | NUBD HARKET -
C0d> <Ba)
2009-05-01(fr1)  12:06:3304> <ha> [2009-05-01(FRI)  12:06:33
Ced><Bad |
WPPLE JUICE<09>$31 TXS0)CNa> [APPLE JUICE $31 TX
DRANCE JUICECO9>$31 TXCUD<0a> (ORANGE JUICE $31 1%
CONECD9Y<R9>$31 TXLB) <lad Ecun $31 1%
TOTALCOPI<NPI$150CU> CBa) (<Cash Drawver Opend>
<> <Nad> ’
THAMK YOU UVERY HUCH? <od><8a> * | THANK YOO ~

7. Filter Tools

> # Up: Move a tag filter up; the upper filter will be operated earlier.
> & Down:Movea tag filter down; the lower filter will be operated later.
> #® Delete: Remove a filter from this tag filter list.

[Firer Substauticn

Q =====

| fri FRE

@ <0d > <Da> New Line>

I WELCOHVE TO <Transaction Start>
| TOTAL<D03><08=$150 <Cash Drawar Open>
& VERY MLCH <Transaction End>

8. Click the OK button to save.
3.3.2Edit Tag Filter

Select Tag Filter name from drop-down menu.
Click Edit button.

Configure the Tag Filter window.

Click the OK button to save.

i

3.3.3 Delete Tag Filter

1. Select Tag Filter name from drop-down menu.
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2. Click Delete button to delete it.
3.3.4Import/Export Tag Filter

1. Click Import/Export button and select Import/Export URL.

2. Click Open/Save to Import/Export Tag Filter.

3. After importing tag filters, users can simply select tag filter from
drop-down menu without editing new tag filter.

3.4 POS Display Font
The system allows users to set up the fonts of POS transaction data on live
view video and playback video.

3.4.1Live View

1. Open Internet Explorer and log in to the unit.
2. Click the Live View.
3. Click the General Setting button to open Live View Setting window.

4. Select the font, font size, font color and background for the POS transaction
data overlaid the video.
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5. Click the OK button to save.
3.4.2 Remote Live Viewer

1. Startup > NUUO NVRmini 2 > Remote Live Viewer
2. Click the General Setting button to open Live View Setting window.

3. Select the font, font size, font color and background for the POS transaction
data overlaid the video.
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4. Click the OK button to save.
3.4.3 Playback
1. Open Internet Explorer and log in to the unit.

2. Click the Playback button.
3. Click the Setting button to open Setting window.

4. Select the font, font size, font color and background for the POS transaction
data overlaid the video. Also, select the type of transaction data display
time.
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3.4.4Playback System

1. Startup > NUUO NVRmini 2 > Playback System
2. Click the Setting button to open Setting window.

3. Select the font, font size, font color and background for the POS transaction
data overlaid the video. Also, select the type of transaction data display
time.
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3.5 POS Transaction Data Search

POS Search tool is used to search key word of all transaction data.

3.5.1Search POS Transaction Data through Playback

1. Open Internet Explorer and log in to the unit.

2. Click the Playback button.

3. Click the Open Record button to open Data Time Search Dialog
window.




4. Click the POS Search button ‘& to open POS Search Dialog window.

L

PR o

0000000000000¢ ¢ 3

Select a POS device(s) from the POS list.

Set up Start Time and End Time in Data Time Period section.

Enter the keyword you want to search.

Click the Search button, the results will be shown in Transaction table.
Select an item from Transaction table, the transaction detail will be shown
in the table of lower right corner, and the recorded video of associated
camera will be shown in the upper right corner.

10. Select the checkbox of Search within result, and enter a keyword, you
can search the data within the results.

O O N W

3.5.2Search POS Transaction Data through Playback System

1. Startup > NUUO NVRmini 2 > Playback System.

2. Click the Open Record button to open Data Time Search Dialog
window.

3. Click the Remote Server Site & icon on the top of the window to select
the server users want to access.

4. Follow the step 4 through 10 of Search POS Transaction Data by
Playback to search the data.

3.6 Playback Video with POS Data

Enable POS overlay in Setting window to view recorded video with POS
transaction data (Refer to POS Display Font). If the option is enabled, the
system will auto display transaction data when playing recorded video. There
are two modes to select video period.
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3.6.1 Select Period by POS Search

1. Refer to POS Transaction Data Search.
2. Select the transaction data from the result list, and click OK.

Date Time Metad... | Transaction &
2012/09/20 11:39:41  -Cashier 2012-09-20 11:39:39 C...
[0 2012/09/20 11:39:42  -Cashier 2012-09-20 11:39:40 C...
[J2012/09/20 11:39:43  -Cashier 2012-09-20 11:39:41 C..
[0 2012/09/20 11:39:44  -Cashier 2012-09-20 11:39:42 C..
[0 2012/09/20 11:39:45  -Cashier 2012-09-20 11:39:43 C..
[J2012/09/20 11:39:46  -Cashier 2012-09-20 11:39:44 C..
[0 2012/09/20 11:39:47  -Cashier 2012-09-20 11:39:45 C..
[0 2012/09/20 11:39:48  -Cashier 2012-09-20 11:39:46 C..
[02012/09/20 11:39:49  -Cashier 2012-09-20 11:39:47 C...
[0 2012/09/20 11:39:50  -Cashier 2012-09-20 11:39:48 C..
[0 2012/09/20 11:39:51  -Cashier 2012-09-20 11:39:49 C..
[J2012/09/20 11:39:52  -Cashier 2012-09-20 11:39:50 C..
[0 2012/09/20 11:39:53  -Cashier 2012-09-20 11:39:51 C..
[0 2012/09/20 11:39:54  -Cashier 2012-09-20 11:39:52 C.. -

3. The period you select from POS search results will be selected
automatically.

F)“' 0508 |y 1 1 3 a ' * ? 1 9 n 11 13 12 18 " il
9 Carmea 1 =l
3 Camena 3
Bicareraq
Bcareas
3 Carera 6
Bcarena 7
Hcarea s |

4. Click OK to playback videos.

3.6.2Select Period by Data & Time through Playback

1. Open Internet Explorer and log in to the unit.

2. Click the Playback button.

3. Click the Open Record button to open Data Time Search Dialog
window.

4. Highlight the video clip you want to review by left-clicking and dragging the
time period. You may also utilize the Start Time and End Time in Date
Time Period section after choosing cameras.

5. Click OK to playback videos.

3.6.3 Select Period by Data & Time through Playback System

1. Startup > NUUO NVRmini 2 > Playback System.

2. Click the Open Record button to open Data Time Search Dialog
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window.

3. Click the Remote Server Site & icon on the top of the window to select

the server users want to access.

4. Highlight the video clip you want to review by left-clicking and dragging the
time period. You may also utilize the Start Time and End Time in Date

Time Period section after choosing cameras.

5. Click OK to playback videos.

3.7 Backup Video with POS Data

There are three ways to backup video with POS transaction data.

3.7.1 Backup through Internet Explorer

1. Open Internet Explorer and log in to the unit.
2. Click the Open Record button to select data.

3. Click the Backup button.

9 Backup Dialeg

Date Time Period

=5

Start Time: |20120020 = [11:18:00 -

Select Camera(s)

116 |

F1 M2 M3 M4 r
Cs O 01 i1z m

- r
- r

End Time: |2012i00i20 = [11:4252 -

-
-

Calculate Size SelectAll

DeselectAll |

Media
" Backup using CODROM
("~ Backup using DVD
« Backup on HardDisk

CUsers\Miranda\Desktop\123

Option
¥ Backup EventLog
-
-
v EElackup Metadata Transal:tioné
-
-

o]

Cancel

4. Check the Backup POS Transaction option.
5. Set the Start Time and End Time you want to backup.
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Select the cameras you want to backup.

Select the directory you want to save the backup data.
Click the Backup button.

The system will then begin backup process automatically.

© O N

3.7.2Backup through Playback System

Startup > NUUO NVRmini 2 > Playback System.

Click the Open Record button to select data.

Click the Backup button.

Check the Backup POS Transaction option.

Set the Start Time and End Time you want to backup.
Select the cameras you want to backup.

Select the directory you want to save the backup data.
Click the Backup button.

®NOU AWM

3.7.3 Backup through Backup System

Please refer to step 1 to 14 of the content of Backup and Delete Records,
and check the Backup POS Transaction option.
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4.1/0
4.1 Introduction

4.1.1System Introduction

NUUO provides remote I/0O solution for NVRmini/NVRmini 2 by connecting
SCB-C31 with NUUO I/O Box SCB-C24/26/28. Refer to the below architecture,
I/0O device is connected directly with I/O Box, and input/output signal
delivered in RS485 format are converted to Ethernet through SCB-C31.
NVRmini/NVRmini 2 can use the signals to do more sophisticated setup, such

as starting recording when input triggered, triggering output as an event
happened, and much more.

8 IP Camera - T
| P—t . ’ ' - 1
'S . 42

NVRmini2 ,

TCP IP
Internet

4.1.2 HW Installation

SCB-C24/26/28 must work with SCB-C31 (Ethernet-RS485 converter).
Further, the C31 Box cannot be used for POS and converter at the same
time, and one C31 Box can be paired with one NVR unit only. Please
follow the steps below to configure the devices.

Step 1: Check the system switch of SCB-C31 is switched to OFF-OFF position.
Step 2: Connect SCB-C31 with power source.

Step 3: Connect SCB-C31 with internet by RJ45 LAN cable.

Step 4: Connect I/O Box with power source.

Step 5: Connect SCB-C31 and I/O Box with cable, positive connection
(TX+/D+ and DATA+) and negative connection (TX-/D- and DATA-). Take
SCB-C31 with I/O Box SCB-C24 for example as below.
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Reset Switch Power

| T me 4

Multiple I/0 Boxes can be connected to a single SCB-C31. However, series
() |connection of I/0 boxes is forbidden. Furthermore, the default ID for each I/O
Box is the same. Please follow the direction to setup I/O Box one by one.

4.1.3 Software Installation - SCB-C31

Step 1: Open Internet Explorer to setup SCB-C31. The default IP address is
192.168.1.1.

E;]fovwr Page - Microwtt tnterset Explorer .:JUETE|
Bl B Y Faeotes [ook  Heb e |

v:.r,g

Step 2: Setup IP address and port.

1. Static IP Address
91



2. Server Listening Port: The default port is 4000, which is not the port
for setting page, but for signal transmission.

Serial Settings

Data Baud Rate W -
Data Bite 3 =
Data Pantiy Nooe -
Stop Bats | -
Flow Control None =
Network Settings

/' Enabls DHC?
Statsc 1P Address 19218331
Static Subnet Mask 2552552850
Statc Default Gateway 192,168.1 3
Static DNS Serves 1689511
Connection Type TCF -
Transmit Tires L
Server/Client Server -
Server:
Seqver Listening Port 4000
Client:
Diestination [P 192.168.1 2
Destinatton Pogt 400

| Enable Reboot
| Ay || Reset
Floawiee Upgade |

Step 3: Click the Apply button to activate configuration.

. Due to the stability of data transmission, one SCB-C31 can be paired with one NVR
= ynit only.

4.1.4 Software Installation - SCB-C24/26/28
The default ID of I/O Box is identical. To avoid the conflict between Boxes,
please connect only one Box with SCB-C31 and execute the setup application

to change the ID from the default value (1).

1. Execute I0Config.exe, type in the IP address and port of SCB-C31, and
click the Scan button.
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%% 10Config

~Scanning options

~Scanning results
Configuration via C31 | Address /1D | Name _| Baud rate
IP: [1927168895
Port: l's‘s_gs—_
Starting

address: ID

I0Config.exe starts scanning the ID from 0 to 255, and it may take around a minute
to finish scan.

2. When the I/O Box is discovered, click on the item and change the ID from
the New Address field. Click the Update device button to activate the
settings.

S oconfig =
Scanning options - -Scanning resuls -
Configuration via C31 Andress /D Name ‘Baucrate
1P: [1921688.95 1 C26 8500
Port ie.aea

Starting [g o —————
adoress. | MNew address: |1 Update device
P |
Scan New baudrate: 19600 P |

3. Scan again to make sure the configuration is validated. In this case, we

changed the ID to 10, so we can modify the humber of “Starting address”
to 10 to save the searching time.
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Scanning opons Scanning results

Configuradon wa C31 Address /1D | Name Baud rate
P [w2158835 10 c28 9500
N T

s R

4. Refer to the HW Installation section to connect other I/O Box and repeat
the steps 1 through 3 above to configure more I/O Boxes.

4.2 Software Setup
4.2.1Add I/0 Box

1. Open Internet Explorer and log in to the unit.
2. Click POS & I/0 / I/0 Settings / I/0 Box Settings.
3. Enter the information of I/O box.

I/0 Settings

=38 1fO Pin Settings

Name Type P Aqar. Port
Building1 SCB-C28 192.168.8.92 4000 Addr:005

® Device No: The unique ID system distributes in sequence automatically.
® Device Name: The name of the I/O box.

® Device Type: The types of I/0O box, including SCB-C24, SCB-C26, and
SCB-C28.

® 1P Address: The IP Address of SCB-C31.
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® Port: The transmission port of SCB-C31.
® 1ID: The ID of the I/0O box.

4. Click the Create button, and the information will be updated in I/O Box
List.

5. Repeat steps 3 and 4 to add more I/O boxes in the list.

6. Click the Save button to activate the settings. Meanwhile, system will
distribute an unique ID to each device.

4.2.2 Modify I/0 Box Information

Open Internet Explorer and log in to the unit.

Click POS & I/0 / I/0 Settings / I/0 Box Settings.

Click the I/O box which you want to modify from the list.

Modify the information of this I/O box, and click the Modify button.
Click the Save button to activate the settings.

uvnkwnE

4.2.31/0 Pin Setting

1. Open Internet Explorer and log in to the unit.

2. Click POS & I/O0 / I/0 Settings / I/0 Pin Settings.

3. All input and output pins are shown in this page, including the ones from
cameras and I/0 boxes. Check the box to enable a pin (defaulted), and
type a name in the field for each 1I/0 pin.

¥O Box Settings W0 3TE

V0 Fin MESE Output Duratan
Input #0

/] (Output=0

/] linput #0 Gate

mput #1 L obby

i

Input 92 First Floor

nput 83 Second Floor

)

1O BOX 51001 BUlding 2)

&

Ontput #0

Qutplst #1

9@

Output #2

Output #3

Ic
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4. For output pin, you can configure its duration time to control how long
output acts after it's triggered. The duration range is 3 sec~60 sec. N/A
stands for unlimited.

5. Click the Save button.

If the box of I/O pin is unchecked, this pin won’t be shown on relative application
pages. In other words, you cannot do any setting/operation with this pin. See details
in next section.

4.3 Relative Configuration and Application

4.3.1 Record on Input Trigger
Refer to Recording Schedule / Event Setup.

4.3.2Input and Responding Actions
Refer to I/0 Box Input and Responding Action Setup.

4.3.31/0 Control Panel in Live View

Refer to Live View Control Panel.
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5.Live view

There are two ways to execute the live view function: with Internet Explorer or
with the Remote Live Viewer application.
5.1 Internet Explorer

5.1.1Live View Control Panel

Settings | Live View | Playback | Help | Logout
Log In/ Log Out
(Live view service)

=T Camera List

-2
i

3 -

Set Preset Point /
Go to Preset Point

Tamwes |
Cavwn 31
Comowe #_t
et

s
>
s
>
@y
L
L=
o

Zoom out/Zoom in
’,“
(- s ‘] PTZ Camera
ik .Control

CIEEEE B | 2@ @O R, ol Focus Far / Auto
Wm—) ‘ Focus / Focus Near

Play / Stop / Drop Information
@ Display Window

Start Menu  Playback Live View Setting

® PTZ Camera Control: You may control the camera view by using the
PTZ camera control panel to adjust the camera’s view. This is only
available with cameras that support the PTZ function.

® Set Preset Point / Go to Preset Point: Adjust the camera view and
click the @1 button to set up this view as preset point. Repeat the
process to add more preset points. Click the [*) button to see the preset
view.

® Zoom: Click the + or = button to zoom in or zoom out the view.

® Play / Stop / Drop: Select a camera / video and click this button to
play/stop/disconnect a particular channel.

® Information Display Window: Display video information including
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server name, video current status, and bit rate for a selected channel.
® Start Menu > E-Map: Upload map and drag camera or I/O on it to track
device location and alarm status with instant response when an event
occurred. See details in the chapter of E-Map.
® Start Menu > I/0 Control Panel: Utilize I/0O device function remotely.
User can remotely adjust the Output Pins by turning it on or off.

18 10 Devices =N R =)

Servers: 11921684223  »| [¥ Showname
DI

&)

Input#0
Click to turn on/off the

. Do
“Output” pins

O

Output#0

® Playback: View playback video remotely.

® Auto Scan: Activate auto scan to rotate the channels on the display
screen. For instance, you may select to show only 4-split screen on the
liveview, while connecting 16 channels to the system. With auto scan
function, you are able to see all 16 channels by turns.

® |Layout: Click to change the multiple-split layout.

Auto Scan

Full Screen

Layout: NxN

You can right click on the camera screen to enable the following function.

Enable Move | Enable Move

Enable Digital PTZ Enable Digital PTZ
ImmerVision Lens Setting  » Vivotek Fish Eye Setting »
Stream Profile » Stream Profile b
Enable Audio | Enable Audio

snapshot Snapshot

Toggle Fullscreen Toggle Fullscreen
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Enable Move: Adjust the current view of camera which supports PT
function by dragging the < button on the display screen.

Enable Digital PTZ: Click the + or = button to zoom in or zoom out the
view. The lower right square flashing on the video grid indicates the
correspondent view of the camera.

ImmerVision Lens Setting: Select the mode of lens, original, PTZ
mode, Quad mode and Perimeter mode.

Vivotek Fish Eye Setting: Select the mode of lens, Original, Rectilinear
mode, Full-view panorama mode, Dual-view panorama mode. Type of
modes depends on lens location.

Stream Profile: Select the stream profiles, original, low, minimum.
Enable Audio: Enable audio on active channel(s).

Snapshot: Select the snapshot function to capture a specific video
image immediately.

Toggle Fullscreen: Select it to view cameras with full screen. Press
“Esc” or right click un-select full screen to go back to the original view.

Also, right click on camera list to duplicate and connect/disconnect designate
cameras, and do other functions.

Duplicate Camera
Disconnect

Logout Server
Connect 411
Disconnect All

Duplicate Camera: Select the duplicate camera function to create
multiple views. The duplicated camera will be shown with green indicator
as the right picture. Combine this function with digital PTZ, users are
allowed to enlarge different spots and view them in different channels
without failing to record the whole view.

Connect / Disconnect: Click to connect or disconnect the designate
camera.

Login / Logout Server: Click to login or logout.

Connect All / Disconnect All: Click to connect or disconnect all

cameras.
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5.1.2Live View Setting

Open Internet Explorer and log in to the unit.

Set the cameras.

Click the Live View button on the top of the page.

Select a camera(s) from the camera list on the right and then drag it to
where you wish the image to be displayed.

il

Settings | Live View | Playback | Help | Logout

When running Internet Explorer, do not use the function "Open in New Window".
/| Using this function may cause Internet Explorer to become unstable.

5.1.3 General Setting

Open Internet Explorer and log in to the unit.
Click the Live View button on the top of the page.
Click the General Setting button.

Click the General tab.

i
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T LaView Setting

I BUA0 00 Attve Chanmel

Miscstaneous

General Camera | OSO | Metacata | Monkor Display | Moticaton | Joysbics

4

5. Check the Enable audio on active channel option to enable audio
streaming on active channel. This function synchronizes with right click on

camera to enable audio.

6. Check Synchronize video frames to avoid the tearing problem occurring

in video display while increasing the CPU loading.

7. Click the OK button.

5.1.4 Stream Profile Setting

Select the preferred stream type of each camera as default live view profile.

g

1. Open Internet Explorer and log in to the unit.
2. Click the Live View button on the top of the page.
3. Click the General Setting button.
4. Click the Camera tab.
r (Nv\‘ww;;v!ng

Lotation ]
iream Proble info

Stroam prodle

Vi3ao format

Frama rats

Resalunon

Bt
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5. Adjust the stream profile of every camera with stream profile enabled in
the setting page.

6. Click a camera and select its stream profile, and click the Copy to... button
to apply this profile to other channels.

7. Click the OK button.

5.1.50SD (On-screen display) Setting

Open Internet Explorer and log in to the unit.
Click the Live View button on the top of the page.
Click the General Setting button.

Click the OSD tab.

il

Check the Enable camera OSD option.

Set the foreground and background settings of the OSD.

Select which kinds of information will be displayed on the screen.
Click the Apply button to preview the result.

. Click the Default button to back to the default settings if necessary.
10. Click the OK button.

© 0N oW

5.1.6 Monitor Display Setting

Open Internet Explorer and log in to the unit.
Click the Live View button on the top of the page.
Click the General Setting button.

Click the Monitor Display tab.
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LiveView Setting ==

General | Camera | 0SD | Metadata Monitor Display | Notification | Joystick |
Monitor 1

Monitor Resolution
#1 1366 x 768 Auto scan

All Camera

Primary channel: (Mot Used) -
Secondary channel: (Mot Used) -

Auto scan interval: 2 Sec.

Layout
MxM type: x5 -

Auto Scan

5. Select Primary channel which will always be on the screen when
activating auto scan; while select Secondary channel which has second
priority when activating auto scan. Enter the time interval for auto scan.

6. Select the screen division of NxN type.

7. Click the OK button.

5.1.7 Notification

1. Open Internet Explorer and log in to the unit.

2. Click the Live View button on the top of the page.
3. Click the General Setting button.

4. Click the Notification tab.

T twaew Setting (50

Canerdd | Camara | OSD | Netadats | MonkorDispiay NoWbcanon | Joystex
F3dor dopiyy
¥ Show recording staus
W Show camera event

T
Piay Scund alert
& Enatie plaving sound an awvent
Saund Fie
 Dutaut
7" User defined wave Ne
Lite Cycle
(¥ Autmadc cancet sound alent wihen event dsagposr
I Sp sound Sen aket X0 s

Miscsllnsous

V Popwe svelam emm

oK ] Cancel
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b

. Check Show recording status to show the crystal ball with recording

status on monitor display.
Check Show camera event to display the words of detected camera event
on the correspondent screen.

. Check the Enable playing sound on event option. Select sound file,

default sound or user defined sound (.wav), and define the cycle.

. Check Popup system event to pop up system event message dialog as a

warning when a system event occurred.
Click the OK button.

The “playing sound” function only activates on event, which means you have to setup
camera motion, camera I/O and I/O Box I/O as an event. Refer to Event & Action
Management to do the setting.

.1.8 Set up Joystick Control

Open Internet Explorer and log in to the unit.
Click the Live View button on the top of the page.
Click the General Setting button.

Click the Joystick tab.

i

a | 03D | Metadats | Mositer Display | NotsScaten .'.‘i-i':-‘

: You can choose the function from the drop-down menu for the
button of the joystick.
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Canerat | Caméra | 030 | Metadats | Mositer Oisplay | Notscason  Joystck |

A3 SOpstic (Logtecn Atack 3 -

Button
flutton 1
futton 2
Button 3
Button 4
Button 5
Button &
Button 7 |Switch Screen Loyout
Button 8 |Toggis Single Camnern View
Button © | Toggle Full Screen
Button 18 |Zoom Out
Button 11 |Zoom In

| Stort/Stop Patrot

gwon | imgan | Dot |

Parameter: Choose the preset point from the drop-down menu.
Default: Click to back to default setting.

Import: Click to import the settings.

Export: Click to export the settings.

5. Click the OK button.
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5.2 Remote Live Viewer Application

5.2.1 Remote Live Viewer Application Control Panel

Exit

Minimize

Log In/ Log Out
(Server / Group)

Server and Camera
List

"' 'ug“: hﬁ%« AET Teatend || 2o |
ol R i et N >t Set Preset Point /

-...t'

e Ry i e -
;’_“@%& - . Go to Preset Point

Zoom out/ Zoom in

PTZ Camera
Control

Focus Far / Auto
Focus / Focus Near

Play / Stop / Drop Information
@ Display Window

Start Monitor  Playback Live View Setting

PTZ Camera Control: You may control the camera view by using the
PTZ camera control panel to adjust the camera’s view. This is only
available with cameras that support the PTZ function.

Set Preset Point / Go to Preset Point: Adjust the camera view and
click the @1 button to set up this view as preset point. Repeat the
process to add more preset points. Click the [ button to see the preset
view.

Zoom: Click the + or = button to zoom in or zoom out the view.
Minimize: Minimize the Remote Live Viewer window.

Exit: Shut down the application.

Play / Stop / Drop: Select a camera/ video and click this button to
play/stop/disconnect a particular channel.

Information Display Window: Display video information including
server name, video current status, and bit rate for a selected channel.
Start Monitor > Monitor: Select Open Monitor to append monitor to
view more live videos on multiple monitors.
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® Start Monitor > E-Map: Upload map and drag camera or I/O on it to
track device location and alarm status with instant response when an
event occurred. See details in the chapter of E-Map.

® Start Monitor > I/0 Control Panel: Utilize I/O device function
remotely. User can remotely adjust the Output Pins by turning it on or off.

14 10 Devices [F=8[ECR =<5

Servers:  [192.168.4.223  ~| ¥ Show name
DI

Q

Input#0

Click to turn on/off the 0o
“Output” pins

O

Qutput#0

® Playback: View playback video remotely.

® Auto Scan: Activate auto scan to rotate the channels on the display
screen. For instance, you may select to show only 4-split screen on the
liveview, while connecting 16 channels to the system. With auto scan
function, you are able to see all 16 channels by turns.

® Layout: Click to change the multiple-split layout.

Auto Scan

Full Screen

Layout for Layout: NxN
wide screen

You can right click on the camera screen to enable the following function.

Enable Move Enable Move

Enable Digital PTZ Enable Digital PTZ
ImmerVision Lens Sething  » Vivotek Fish Eye Setting >
Stream Profile > Stream Profile >
Enable Avdio Enable Audio

Snapshot Snapshot

Toggle Fullscreen Toggle Fullscreen
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Enable Move: Adjust the current view of camera which supports PT
function by dragging the < button on the display screen.

Enable Digital PTZ: Click the + or = button to zoom in or zoom out the
view. The lower right square flashing on the video grid indicates the
correspondent view of the camera.

ImmerVision Lens Setting: Select the mode of lens, original, PTZ
mode, Quad mode and Perimeter mode.

Vivotek Fish Eye Setting: Select the mode of lens, Original, Rectilinear
mode, Full-view panorama mode, Dual-view panorama mode. Type of
modes depends on lens location.

Stream Profile: Select the stream profiles, original, low, minimum.
Enable Audio: Enable audio on active channel(s).

Snapshot: Select the snapshot function to capture a specific video
image immediately.

Toggle Fullscreen: Select it to view cameras with full screen. Press
“Esc” or right click un-select full screen to go back to the original view.

Also, right click on camera list to duplicate and connect/disconnect designate
cameras, and do other functions.

Duplicate Camera
Disconnect

Logout Server
Comnect 411
Discomnect 411

Duplicate Camera: Select the duplicate camera function to create
multiple views. The duplicated camera will be shown with green indicator
as the right picture. Combine this function with digital PTZ, users are
allowed to enlarge different spots and view them in different channels
without failing to record the whole view.

Connect / Disconnect: Click to connect or disconnect the designate
camera.

Login / Logout Server: Click to login or logout.

Connect All / Disconnect All: Click to connect or disconnect all
cameras.
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5.2.2 Unit Connection Setting

1. Startup > NUUO NVRmini 2 > Remote Live Viewer.
2. Click the General Setting button.

3. Click the Server tab.
4. Insert the unit name.

(5=

I Qra 0 | Motacata | Montor Display | Nothcation 4P
Woe 02.163.4.223
Name 1% wil 168.4.54
ot |
fHame ‘
Fasswoed
Fassword
ko Log
Tea! Seever
i ohe Upoate
v X Cs

Insert the IP address.

® N O W

Insert the password.

Modify the port if necessary.
Insert the user name.
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9. Check the Save Password / Auto login option.

10. Click the Test Server button to test the connection between the local
application and the remote unit.

11. Click the Add button to add this unit into your remote server list.

12. Click the OK button.

5.2.3 General Setting

1. Startup > NUUO NVRmini 2 > Remote Live Viewer.
2. Click the General Setting button.

3. Click the General tab.
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Audo preview

[T ENADW 3330 on aSve crannud

Micstlmsons

[~ Eynchionge Wdod hames

Run Ramots Live Wawes On Momstor

Montor 1 -

Geneesl | Server | Croup | Camera | DSD | Metacata | MontorDisplay | Nottcation 4P|

4. Check the Enable audio on active channel option to enable audio
streaming on active channel. This function synchronizes with right click on

camera to enable audio.

5. Check Synchronize video frames to avoid the tearing problem occurring
in video display while increasing the CPU loading.
6. Select monitor(s) to run LiveView.

7. Click the OK button.

5.2.4 Camera Group Setting

You can put different cameras into the same group.

1. Startup > NUUO NVRmini 2 > Remote Live Viewer.
2. Click the General Setting button.

3. Click the Group tab.

15 Uveview Senting
Cenead Server Group Camara

B wen § Dot I Reranve

B CBock
& Department 1 - Location 1
& Departrment | - Locston 2
& Departrrent | - Lototon 3
= Departmsnt 1 - Locaton 4

DED Motacata | Montor Dusplay Notcation 40|

|

ﬂ Departmant 1
@ Location 1
W Locabion 2
W Locaton 3
N Locaton 4
-& Departmant 2
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8.
9.

. Log in to all the servers that contain the camera(s) you would like to put

into the group(s).

. Click the Insert button to create a new group.
. Name this group.
. Highlight the camera(s) that you would like to add into this group and then

click the <-- button.
Repeat step 6 to establish the group.
Repeat steps 3 through 7 to establish other groups.

10. Click the OK button.

5.2.5Delete/ Rename Camera Groups

NoUuhkwbh=

Startup > NUUO NVRmini 2 > Remote Live Viewer.

Click the General Setting button.

Click the Group tab.

Click the group which you want to modify.

Click the Delete or Rename button to remove or rename that group.
Repeat steps 3 and 4 to modify other groups.

Click the OK button.

5.2.6 Stream Profile Setting
Select the preferred stream type of each camera as default live view profile.

1.
2.
3.

Startup > NUUO NVRmini 2 > Remote Live Viewer.
Click the General Setting button.
Click the Camera tab.

P e = gre—— |
[0 UveMew Senting i

p Camers | DEO | Metacata | MontorDisplay | Nottcation 4P|
&3 Departmont 1

& Locotion I Stream Profie nfo
& Location 2 il
wam peolie ™ -
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4. Adjust the stream profile of every camera with stream profile enabled in
the setting page.

5. Click a camera and select its stream profile, and click the Copy to... button
to apply this profile to other channels.

6. Click the OK button.

5.2.70SD (On-screen display) Setting

1. Startup > NUUO NVRmini 2 > Remote Live Viewer.
2. Click the General Setting button.
3. Click the OSD tab.
5 Uveiew Saming ==
IIIII T Tahon
s
s x

4. Check the Enable camera OSD option.

5. Set the foreground and background settings of the OSD.

6. Select which kinds of information will be displayed on the screen.

7. Click the Apply button to preview the result.

8. Click the Default button to back to the default settings if necessary.
9. Click the OK button.

5.2.8 Monitor Display Setting

|

. Startup > NUUO NVRmini 2 > Remote Live Viewer.
. Click the General Setting button.
. Click the Monitor Display tab.

W N
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LiveView Setting (=23

General | Camera | OSD | Metadata Monitor Display | Notification | Joystick |

Monitor Resolution ST L

#1 1366 x 768 Auto scan

All Camera

Primary channel: (Mot Used) -
Secondary channel: (Mot Used) -
Auto scan interval: 2 sec.

Layout
NxN type: 5X5 - Auto Scan

oK | Cancel |

4. Select appointed server group to activate auto scan.

5. Select Primary channel which will always be on the screen when
activating auto scan; while select Secondary channel which has second
priority when activating auto scan. Enter the time interval for auto scan.

6. Select the screen division of NxN type.

7. Click the OK button.

5.2.9 Notification
1. Startup > NUUO NVRmini 2 > Remote Live Viewer.

2. Click the General Setting button.
3. Click the Notification tab.

)
1) UveView Seting et
Server | Group | Camera | OSD | Metadats | MonkorDuplay Mocadon | soyssex €0 )
Staka dmplay
¥ Show recoeting stats
¥ Show camers evenl
[ Show counting resent
Flay Sound slont
& Enabie papng seund oo swn

Sound Fiie
" Dafaunt
T User Osined wave fis
Lite Cycle
@ Automafic cancel Souna aard whan avant di3appoesr
" Stog pound aler aber | LLI8

Miscellansous

¥ Popup systam evant

v X X Cancel
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4. Check Show recording status to show the crystal ball with recording

status on monitor display.

5. Check Show camera event to display the words of detected camera event

on the correspondent screen.

6. Check the Enable playing sound on event option. Select sound file,
default sound or user defined sound (.wav), and define the cycle.
7. Check Popup system event to pop up system event message dialog as a

warning when a system event occurred.

8. Click the OK button.

The “playing sound” function only activates on event, which means you have to setup
camera motion, camera I/O and I/O Box I/O as an event. Refer to Event & Action

Management to do the setting.

5.2.10 Set up Joystick Control

1. Startup > NUUO NVRmini 2 > Remote Live Viewer.
2. Click the General Setting button.

3. Click the Joystick tab.

TS R g =
Group | Camers | DSC | Metacalta | Nankor Desplay Joystce i
s 5 Logitech Aftack 3
Defaur
X Cance
[ : You can choose the function from the drop-down menu for the

button of the joystick.
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Group | Camers | DSC | Metacata | Monkor Display | Noshcation  Joysice ]

ACtNG JO¥RICK Logitech Aftack 3

i Butten Functon Porameter
Bytton 1 jf;qli; Freset Pont vl
Button 2 .
Button 3 . 3
Button 4 [

ten S oo p

Button 6 Goto Ha
Button 7 |y,
Button 3 Teg . "
Button 9 Toggle Al Saean
Button 10 |Zoom Out
Gutton 11 [Zoom [n

St/ ~'.~.u;. Pavrol

Epont | Impoet Defaut

v X X Gancel

Parameter: Choose the preset point from the drop-down menu.
Default: Click to back to default setting.

Import: Click to import the settings.

Export: Click to export the settings.

4. Click the OK button.
5.2.11 Set up Remote Live Viewer

Startup > NUUO NVRmini 2 > Remote Live Viewer.
Click the unit you wish to access in your remote server list.
Click the LOG IN button to access your unit.

Select a camera(s) from the camera list on the right and then drag it to
where you wish the image to be displayed.

N
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6.E-Map

There are two ways to execute the live view function: by Internet Explorer or by
Remote Live Viewer application.

With E-map, user can easily track the device location and alarm status with
instant response when an event occurs. The arrows and lightening icon on E-map
represent cameras and I/O devices. These icons will turn red as being triggered
by alarms.

There are two modes in E-map application, Edit Mode and Browse Mode.
® / Edit Mode: The function buttons on the bottom of this E-map dialog
will be active. Users can add/edit/delete maps and indicators of devices.
® <& Browse Mode: Users are not allowed to do any configuration but
check the map hierarchies and device list to see indicators and related
information.

6.1 Internet Explorer

1. Open Internet Explorer and log in to the unit.
2. Click the Live View button on the top of the page.
3. Click the Start Menu button and select Open E-Map.

6.1.1 E-Map Control Panel

- R
[ e (el 5

Derace ard Wep Edep Frerperw

5]

- 8 Mo
o B shy
¥ winblecon Centre Coun
- Denvice
) Locaton 2
2 Locsbon 3

J .
| Location 1 [Cameral -~

| sfate: connected

\ Edit Mode /
| Browse Mode
Switch Button

it )

i | { Delete  Raate  Upload |
Device and Map Tree List E-Map Picture Preview Window and Information

® & Map: Select a map you want to show on E-map Window.
® * Camera: Select the camera to see preview video or mark indicator on
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E-map.

# Digital Input: Select it to highlight the device with green ring on map
and show status on Information Window. If the Digital Input is from IP
camera, the preview window will display live video of the camera.

“ Digital Output: Select it to highlight the device with green ring on
map and show status on Information Window. If the Digital Output is
from IP camera, the preview window will display live video of the camera.
=) Map Indicator: Clicking the indicator will lead to the next map layer.
If you want to move to the upper layer, select it by mouse directly or click
" icon on the map.

¥ Camera Indicator: The indicator of cameras dragged from Device
and Map Tree List to show preview video and related information. When
event occurs, the color of indicator will turn red.

# Digital I/0 Indicator: The indicator of I/O devices dragged from
Device and Map Tree List to show related information. When event occurs,
the color of indicator will turn red.

Information Window: The window shows the related information of

each indicator.

» Map: Show map name.

Camera: Show camera name and connecting status.

>
» Digital Input: Show Digital Input name and status (0 or 1).
>

Digital Output: Show Digital Output name and status (0 or 1).

6.1.2 Add Map

1. Make sure being in “Edit Mode” and all devices are inserted and connected.
2. Right click on the Map icon  in Device and Map Tree List to obtain the

option menu to add map, or just click the Add Map button to configure.

Map Config
Map Image File: “
Map Name: ]

I 0K ] [ Cancel ]

3. Select a map file and insert a name. Click the OK button, and then the map

you added appears in the Device and Map Tree List.
4. The map indicator & appears on the upper left of map. Drag it to the

position you want on appointed map.
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5. Repeat steps 2 through 4 to add more maps.
6. Click the Upload button to activate all the settings.

‘ The maximum file size of each map is 500KB. There are 10 layers of map, and the map
= | capacity of each layer is 10.

6.1.3 Edit Map

1. Make sure being in “Edit Mode” and all devices are inserted and connected.

2. Right click on the Map icon ® in Device and Map Tree List to obtain the
option menu to edit map, or just click the Edit Map button to configure.

3. Repeat step 2 to edit more maps.

4. Click the Upload button to activate all the settings.

6.1.4 Delete Map

1. Make sure being in “"Edit Mode” and all devices are inserted and connected.

2. Right click on the Map icon ¥ in Device and Map Tree List to obtain the
option menu to delete map, or just click the Delete button.

3. Repeat step 2 to delete more map.

4. Click the Upload button to activate all the settings.

6.1.5 Add/Rotate Device Indicator

1. Make sure being in “Edit Mode” and all devices are inserted and connected.

2. Select the map which you want to add device indicator on.

3. Select a device from list and directly drag it to the desired location on the
map.

4. Select a camera indicator and right click on the indicator or click the Rotate
button to adjust the direction of camera indicator if needed.

5. Repeat steps 2 and 4 to add more indicators on.

6. Click the Upload button to activate all the settings.

6.1.6 Delete Device Indicator

1. Make sure being in “Edit Mode” and all devices are inserted and connected.

2. Select the indicator and right click on the indicator or click the Delete
button.

3. Repeat step 2 to delete more indicators.

4. Click the Upload button to activate all the settings.
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6.1.7 Layout Adjustment Adjust the Layout

[t

Dernce ard Wep
[~ mo 23
o B shy
¥ winblecon Cortre Count
- Denvice
2 Locabon 2

v 060N S1000-Mam
¥ X0B0k 51000 Lod

¢ YO0 $1000-Pokos
VEe oLt 3

| Location 1 [Cameral
| state: connected

i< >

®  a Adjust the Layout: Click the triangular indicator to hide the Device
and Map Tree List / Preview and Information Window on right and left
side of the window. Click the indicator again to back to the default.

e [@ Maximize the Map: Click the icon on the upper right to get the full
screen display of E-map.

6.1.8 Relative Configuration and Application

When an event occurs, related E-map pops up to indicate the location of this
event. Please check the Notification function for details.
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Server List

6.2 Remote Live Viewer Application

1. Startup > NUUO NVRmini 2 > Remote Live Viewer.
2. Click the Start Monitor button and select Open E-Map.

6.2.1 E-Map Control Panel

B
rA".‘ A ,'_."“' ‘‘‘‘‘‘
; s &

» ;':‘ “':"‘8 { Locaon 1 (Camara) N :

¢ Burdig 1-Aam iw .

v (um}r: T-Lack i Ed |t MOde /

 iaoho s Browse Mode
P Ak = = Switch Button

Dafwte J L |Rotem Ugtosd
Device and Map Tree List E-Map Picture Preview Window and Information

® Server List: Select a server to display the E-map of the server.

wl Explorer, so you can refer to the section of Internet Explorer for the details.

The E-Map function of Remote Live Viewer is quite similar with the one in Internet
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7 .Playback

There are two ways to execute the playback function: with Internet Explorer
or with the Playback System application.

7.1 Internet Explorer

7.1.1Playback Control Panel

Settings | Live View | Mayback | Help | Logout

Browse Mode
Search Mode
Screen Division

Open Record (D) P General Setting

Enhancement /
Post Processing
Tool

Backup

Export Video /

Save Image Audio

Print

. Audio Volume
Information
Control

Display Window

Previous/Next Interval

Play / Pause / Stop __
@u La) Ciselie | oi]lei)

Cue Speed Zoom

Step Backward/Forward Frame(s)

® Information Display Window: Displays video date and time, cue-in /
cue-out point times, and speed.

® Audio Volume Control: Adjust the sound level.

® Screen Division: Allocate the sub-screen display by clicking on the
desired layout icon. To switch to single camera display, double click a
particular sub-screen. Double click the screen again to regain previous
screen division layout.

® Browse Mode: Play the recorded video when in Search Mode.
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Open Record: Click the Open Record button to access the Date-Time
Panel and select the video records which you want to review.
General Setting
» Record Display
® (Calendar View: view the Record Display Window as a calendar.
® List Control: view the Record Display Window as a list control.
> Play
® Play when open: check this option to set the system to start
playing the video clip every time a record is withdrawn.
® Auto-skip when recording in motion-only mode: check this option
to set up the system to automatically skip to the points where
there were motions recorded.
® Next interval: set the interval with which the video goes forward
when you click the Next button on the control panel.
® Previous interval: set the interval with which the video goes
backward when you click the Previous button on the control
panel.
» Capture Image
® Savein clipboard: the image will be saved in the clipboard and can
be pasted to other application software.
® Manually save the image file: you can manually select where you
want to save the image, name the saved file, and choose the
format you want to save the image.
® Automatically save the image file: by presetting a path/URL and
the image format, the system will automatically save the image
accordingly when you click the Save Image button on the control
panel.

You can right click on the camera screen to enable the following function.

Toggle Fullscreen Toggle Fullscreen
Enabl Vs Enable Vivotek FishEye PTZ
ImmerVison Lens Setting » | | Vivotek FishEye Lens Setting > |

Toggle Fullscreen: Select it to view cameras with full screen. Press
“Esc” or right click un-select full screen to go back to the original view.
Enable ImmerVision PTZ: Adjust PTZ in PTZ mode.

ImmerVision Lens Setting: Select the mode of lens, original, PTZ
mode, Quad mode and Perimeter mode.

Enable Vivotek Fish Eye PTZ: Adjust PTZ in PTZ mode.

Vivotek Fish Eye Setting: Select the mode of lens, Original, Rectilinear
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mode, Full-view panorama mode, Dual-view panorama mode. Type of
modes depends on lens location.

7.1.2Search the Recorded Video

#2100

Refresh
POS Search 75 DutaTome Seurct e 2388223 |
. :'ﬁ by 0 o x»:::v:".”-‘:‘.rm’ (20120920 == [s00000 = ‘!E.‘.\;‘:;‘.Fx—aru H H
Previous/ Next e S e e o Video Preview
Recording Date » B it
SREETND o e
Record Display ‘ . -
Window Date Time
H’- 9!15]; 3 3 . : s y [ [ 3 2 o . - -2 Perlod
Bl Locaten 1 53
Blocten 2
B Lotatien 3
Ellocaten 4
Time Table
Recording Types — — i S R
o #: refresh the Record Display Window.
o Qo0 go to previous or next recording date.
® Record Display Window: Display the available recorded video records.
® Date Time Period: Select the start and end time points that indicate the
time period you would like to view after choosing cameras.
® Video Preview: Check the Enable Preview option to view the selected

video.
® Time Table (preset recording schedule): Click the =¥ icon to select all
channels; click the = icon to deselect all channels. Finally, use the

= | scale bar to modify the scale of the time table.

® Recording Types: Red line in bold represents always record. Blue line in
bold represents record on event. Red thin line represents recording data.
Black thin line represents that there are multiple video clips within the

same period due to system time change (e.g. daylight saving time)
Overlapped videos

Record Always Record on Event

® Show Recording Schedule: Show the period of recording schedule in

the time table.
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® Show Event Log: Show the time of event detection in the time table.

Color of event type can be defined by preference.

| Caolor | Event Type |
1 W General Motion(Device) ! 3 ! ! | “
O | signalLost

From the Record Display Window at the top left of the
Date Time Panel, select the date you want to search the
record from. The red lines shown on the time table _ _ _ _ - _ _ _
indicate available recorded video records.

Use color bars to differentiate recording types from each other. This will
help you select video clips.

Highlight the video clip you want to review by left-clicking and dragging the
time period. You may also utilize the Start Time and End Time in Date Time
Period Section after choosing camera. In addition, modify the scale of the
time table with the »* or .~ icon on the bottom left.

If there are multiple videos of the time period you select, the following
dialog may popup to guide you to select one to play.

There are multiple video clips within the same period due to system time

change. Please select one to play.

Camera Name: Location 2
@ 1st: from 2012/03/26 12:45:18 to 2012/03/26 12:50:18
" 2nd: from 2012/03/26 12:44:07 to 2012/03/26 12:49:07 I
-]
oK l Cancel |

Check the Enable Preview option to get the preview of the video you
select.

Click the camera name to increase or decrease cameras you want to
playback.

Click the OK button.

The Record Display Window can be shown in (a) calendar view or (b) list control view.
To modify the settings of the record display window, click the General Setting button
at the right of the page.
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.1.3 Play the Recorded Video

Open Internet Explorer and log in to the unit.
Click the Playback button on the top of the page.
Click the Open Record button.

a s w bR

Be sure that you have set the schedule / recording event first.

clips. Select the date you want to search the record from.

o

Highlight the video records that you want to review.
Click the OK button.

7.1.41Intelligent Search

The Record Display Window will show the information of the available video

After opening the recorded video, click the Search Mode button to obtain the
Intelligent Search Tool panel. You can search for unusual events during the

recording period.

There are 5 types of unusual events: General Motion, Foreign Object,

Missing Object, Focus Lost, and Camera Occlusion.

° : Detect all movements in the

defined area.

Define detection zone by dragging to draw a
detection zone. You may define more than one
zone by repeating this step.

Modify the sensitivity setting by changing the slider
control. Moving toward the right will increase the
sensitivity level, which means a relatively small
movement will trigger the alarm.

Set the interval. Moving toward right will increase

Smart Search

Alarm Event Type

|Genera| Motion
Sensitivity:
Interval:

Region Definition

+ Define detection zone
~

All

Clear

[v Draw Region
v Stop when found

Search

time interval so that the alarm will only be
triggered when the movement lasts longer.

Check the Stop when found option. If unchecked, the search tool will list

all the events it found, instead of stopping at the moment the event found.

Click the Search button.

the defined area on the screen.
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Define detection zone by dragging to draw a detection zone.

Modify the sensitivity setting.

Set the Interval.

Check the Stop when found option. If unchecked, the search tool will list
all the events it found, instead of stopping at the moment the event found.
Click the Search button.

: Alarm is set on when the selected object is removed
from the defined area on the screen.

Define detection object by dragging to draw a detection zone.

Modify the sensitivity setting.

Set the Interval.

Check the Stop when found option. If unchecked, the search tool will list
all the events it found, instead of stopping at the moment the event found.
Click the Search button.

: System will inform you when the camera(s) lose its focus.
: Alarms when the camera is blocked.

7.1.5Recorded Video Enhancement

N

Ul

Open Internet Explorer and log in to the unit.

Click the Playback button on the top of the page.

Click the Open Record button.

The Record Display Window will show the information of the available
video clips. Select the date you want to search the record from.
Highlight the video clip you want to review, and then click the OK button.
Click the Enhancement button.

Post Procesming Too!

Check the General Setting.

General Selting
* Apply acave channal

Aoply all channels

: The settings will only be
applied to the selected channel.
The settings will be applied to
those currently shown on the screen.

Set the Filter Setting.

: Check the option and adjust the gamma
value of the image to enhance the image and make | 2 | Deee
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it cleaner.

Sharpen: Check the option to activate the function. Move the slider
control to the right to sharpen the image, to the left to soften it.
Brightness: Check the option to activate the function. Move the slider
control to the right to make the image brighter.

Contrast: Check the option to activate the function. Move the slider
control to the right to increase contrast.

Grey Scale: Check the option to show the record in gray-scale mode so
the image displays in black and white.

Click the OK button.

Stop: Stop the enhancement function and close the enhancement tool.
(The system will automatically back to the default settings.)

Default: Back to the default settings, however, the enhancement tool
still works.

OK: Apply the modifications of the settings.

7.1.6Save a Video

N

Ul

8.

Open Internet Explorer and log in to the unit.

Click the Playback button on the top of the page.

Click the Open Record button.

The Record Display Window will show the information of the available
video clips. Select the date you want to search the record from.
Highlight the video clip you want to review, and then click the OK button.
Choose the camera display that you want to save as a video clip.

Set up the cue in and cue out points; the cue in and cue out time will be
shown on the information window.

GI" | -) (AR N 2010/08/27 1x
: : , 15:12:02 PAUSE
: 'IN :15:12:00 OUT:15:12:14

Cueln Cue Out

Click the Save Video button.
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10.
11.
12.
13.
14.

e

Export Video/Audio Lx

Expart Fila Fath:

| G WA,

Export Farmat

|AsF |

Use Profile:

|Wlndows Media Video 8 for Local Area Metwork (384 Kbps) 3
Start Time 2012/08/20 09:30:00

End Tima: 2012/09/20 09:30:08

[~ ExportAudio

I¥ Export OSD

[~ Export Metadata Transaction

OK Cancal

Choose the folder where you want to save the file.

Insert the file name and click the Save button.

Choose the export format.

Choose the use profile.

Check to export the recorded video with Audio, OSD and POS Transaction.
Click the OK button.

We recommend that you export to the .asf format when saving video. In exporting to
the .avi format, the frame rate will be increased when playing in the video player,
causing the video to run faster than normal.

7.1.7 Save an Image

N

Ul

8.
9.

10.
11.

Open Internet Explorer and log in to the unit.

Click the Playback button on the top of the page.

Click the Open Record button.

The Record Display Window will show the information of the available
video clips. Select the date you want to search the record from.
Highlight the video clip you want to review, and then click the OK button.
Choose the camera display that you want to save pictures.

Click the Save Image button when the image you want is shown on the
screen.

Choose the folder where you want to save the file at.

Choose the folder and the image format (BMP or JPEG) you prefer.
Insert the file name.

Click the Save button.
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‘ You may skip step 3 by presetting the folder where you want to save the images and
= | the format you want to save them in.

7.1.8 Print an Image

Print the current image of the video you choose.

1. Open Internet Explorer and log in to the unit.
2. Click the Playback button on the top of the page.
3. Click the Open Record button.
4. The Record Display Window will show the information of the available
video clips. Select the date you want to search the record from.
5. Highlight the video clip you want to review, and then click the OK button.
6. Choose the camera display from which you want to print pictures.
7. Click the Print button when the image you want is shown on the screen.
8. Set print settings.
= Print Setup @
Print Content
Select channels :
¢ Print active channel image
" Print all channels in the current view
Select printed region of images
" Original
fv Selected region
Page Setting
f+ Original size
" Fitto page
Align Image: |Top i
Print | Cancel |
° : Print the image from currently selected channel or all the
channels shown on the screen.
[
> : Check to have the image print in original size.
> : Check to have the image fit the page.
> : Top, center, or bottom

9. Click the Print button.
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7.1.9 Backup the Recorded Video

Different from Save Video, the Backup function will save all the recorded
videos which belong to the time slot you set, instead of the clips.

1.

Open Internet Explorer and log in to the unit.

2. Click the Open Record button to select data.
3. Click the Backup button.

® N U R

3.1 Backup Disloy
Cate Time Period
St Time

Ena Tima

'rli
()

Caicuiste Sice

Sacxup using CORCH
Backau uaing OVD

= Eacoup on HaroDisk

Select Al DeselectA

Set the Start Time and End Time you want to backup.
Select the cameras you want to backup.

Select the directory you want to save the backup data.
Click the Backup button.
The system will then begin backup process automatically.
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7.2 Remote Playback System Application
7.2.1Playback System Application Control Panel

The Playback System control panel is similar to the playback panel in
Internet Explorer. Check Playback Control Panel for more details about
those buttons.

Browse Mode
Search Mode
Screen Division

Open Record () A General Setting

Enhancement / -
Post Processing 3 Backup

Tool

Export Video /

| _
Save Image Audio

Print

Audio Volume

Minimize Exit Information
Control

Display Window

Previous/Next Interval

Play / Pause / Stop -
&n | I) (|« L e | »i '»l)

Cue Speed Zoom

Step Backward/Forward Frame(s)

7.2.2Set up Unit Connections

Before using the Playback System application, you need to set a connection
to your unit first.

1. Startup > NUUO NVRmini 2 > Playback System.
2. Click the General Setting button.
3. Click the Server tab.
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=
Setting &5
Gansral 380w | 0S0 | Metadata
Seorver Sefting
52 Gangwe

Sener Name

AOXRES
Port 5160
lams
Fassword
Save Passwore
Tast Sanver
Add

v K X Cancet

Insert the name of your unit.

Insert the IP address of that unit.

Modify the port if necessary.

Insert the user name.

Insert the password.

Check the Save Password option.

10. Click the Test Server button to test the connection between the local
application and the remote unit.

11. Click the Add button to add this unit into the remote server list.

12. Click the OK button.

O o N Uk

7.2.3 Search the Recorded Video

T3 DutaTane Samet Do [Qervgumsy 1] ==
" = @ :' Dale T Pamd KSR T T SRRV Womp Pisiew
’ el i JO Stan Tima {201200010 < [11:2900 = Enatle Preses
o Sapr .
! L
1
234930798 =]
101112135415
Remote Playback e~ o
. 3M52627269 ianat Loat
Site Management 3t AR
. (10031 Wt oD
= g St
[F="mn R ; y o
' | -
Buw
B looton 3
3 Locaton 4
Record Aways — Overbpoed videos
— RO0200 ©N I~ o X Caso
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1. Startup > NUUO NVRmini 2 > Playback System.
2. Click the Open Record button.

3. Click the Cb icon on the top of the Date-Time Panel to obtain the Remote

Playback Site Management dialog, and then select the server you want to
access.

4. Highlight the records you want to view in the Time Table.

5. Set the Date Time Period.

The search process in the Playback System application is similar to that of
Internet Explorer. Check Search the Recorded Video for more details about
the setting process.

7.2.4Play the Recorded Video

1. Be sure that you have set up the recording schedule / response first.

2. Startup > NUUO NVRmini 2 > Playback System.

3. Click the General Setting button and the Server tab to set connections to
your unit. See Set up Unit Connections for more details.

4. Click the Open Record button.

5. The Record Display Window will show the information of the available video
clips. Select the date you want to search the record from. Check Search
the Recorded Video for more details.

6. Highlight the video records that you want to review.

7. Select the start and end points in Date Time Period to adjust the time slot.

8. Click the OK button.

7.2.5 Intelligent Search

1. Startup > NUUO NVRmini 2 > Playback System.
Click the Open Record button.

3. The Record Display Window will show the information of the available
video clips. Select the date you want to search the record from. Check
Search the Recorded Video for more details.

4. Highlight the video records that you want to review.

5. Choose the camera display for which you want to implement smart
search.

6. Click the Search Mode button to open the Intelligent Search Tool panel.

7. Set up unusual events here to detect abnormalities occurring during the
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8.

recoding period. Check Intelligent Search for more details.
The searched events will be listed. Click to find that event.

There are 5 types of unusual events: General Motion, Foreign Object,
Missing Object, Focus Lost, and Camera Occlusion.

: Detect all movements in the defined area.
: Alarm when any additional object appears in the
defined area on the screen.
: Alarm when the selected object is removed from the
defined area on the screen.
: System will inform you when the camera(s) lose focus.
: Alarm when the camera is blocked.

The intelligent search in the Playback System application is similar to that of
Internet Explorer.

7.2.6 Recorded Video Enhancement

Startup > NUUO NVRmini 2 > Playback System.

Click the Open Record button.

The Record Display Window will show the information of the available
video clips. Select the date you want to search the record from. Check
Search the Recorded Video for more details.

Highlight the video records that you want to review.

Choose the camera display that you want to implement video
enhancement.

Click the Enhancement button.

Check the General Setting.

: The settings will only be applied to the selected
channel.
The settings will be applied to those currently
shown on the screen.

Set the Filter Setting.

Check the option and adjust the gamma value of the image to
enhance the image and make it cleaner.

Check the option to activate the function. Move the slider
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control to the right to sharpen the image, to the left to soften it.
Brightness: Check the option to activate the function. Move the slider
control to the right to make the image brighter.

Contrast: Check the option to activate the function. Move the slider
control to the right to increase contrast.

Grey Scale: Check the option to show the record in gray-scale mode so
the image displays in black and white.

Click the OK button.

Stop: Stop the enhancement function and close the enhancement tool.
(The system will automatically revert back to the default settings.)
Default: Back to the default settings, however, the enhancement tool
still works.

OK: Apply the modifications of the settings.

7.2.7 Save a Video

Ul

10.
11.
12.
13.

Startup > NUUO NVRmini 2 > Playback System.

Click the Open Record button.

The Record Display Window will show the information of the available
video clips. Select the date from which you want to search the record.
Check Search the Recorded Video for more details.

Highlight the video records that you want to review.

Choose the camera display that you want to save as a video clip.

Set up the cue in and cue out points; the cue in and cue out time will show
on the information window.

(:! il m) Gl o) {2010/08/27 1x

— ' . . 15:12:02 PAUSE
& i "IN :15:12:00 OUT:15:12:14

Cueln Cue Out

Click the Save Video button.

Choose the folder where you want to save the file.
Insert the file name and click the Save button.
Choose the export format.

Choose the use profile.

Check the Export Audio option.

Click the OK button.
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7.2.8 Save an Image

7.
8.
9.

Startup > NUUO NVRmini 2 > Playback System.

Click the Open Record button.

The Record Display Window will show the information of the available
video clips. Select the date from which you want to search the record.
Check Search the Recorded Video for more details.

Highlight the video records that you want to review.

Choose the camera display from which you want to save pictures.
Click the Save Image button when the image you want is shown on the
screen.

Choose the folder where you want to save the file at.

Choose the format of image (BMP or JPEG) you prefer.

Insert the file name.

10. Click the Save button.

"’

You may skip step 7 by presetting a folder where you want to save the images and a
format which you want to save the images in.

7.2.9Print an Image

Print the current image of the video you choose.

N o u ok

Startup > NUUO NVRmini 2 > Playback System.

Click the Open Record button.

The Record Display Window will show the information of the available
video clips. Select the date you want to search the record from. Check
Search the Recorded Video for more details.

Highlight the video records that you want to review.

Choose the camera display that you want to print pictures.

Click the Print button.

Set the print settings.

: Print the image from currently selected channel or all the
channels shown on the screen.

A\

: Select to have the image print in original size.
: Select to have the image fit the page.

> : Top, center, or bottom
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7.2.10 Backup the Recorded Video

Different from Save Video, the Backup function will save all the recorded
videos which belong to the time slot you set, instead of the clips.

Startup > NUUO NVRmini 2 > Playback System.

Click the Open Record button to select data.

Click the Backup button.

Set the Start Time and End Time you want to backup.
Select the cameras you want to backup.

Select the directory you want to save the backup data.
Click the Backup button.

NoUuhswWwbNH
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8.Backup and Delete Records
8.1 The Backup System Application

In addition to the ways mentioned in the previous chapters, you can apply the
application to backup your files.

1. Startup > NUUO NVRmini 2 > Backup System.

r :
B Sactup System o
Backuy  Heb

"
) -
A

Sart Date Tame ind Date Time Camersly)

2. Click the Remote Server Site & button to set up remote server.

< Ty
Remote Backup Site Management [&J

Server

Server Setting

Server Name: [—
Address: [—
Port: [5160—
User Name: [—
Password: {—-

[~ Save Password

Test Server

Add ‘ Delete ‘ Update ‘

v OK I X Cancel ‘

3. Insert the name of your unit.
4. Insert the IP address of that unit.
5. Modify the port if necessary.
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Insert the user name.

Insert the password.

Check the Save Password option.

Click the Test Server button to test the connection between the local
application and the remote unit.

10. Click the Add button to add this unit into the remote server list.

11. Click the OK button.

© O N

12. Click the v button next to Remote Server Site button, and select one of

servers you added.

13. Click the New Period button to select the record date.

- . .
- DetaTome Search Chaleg [102.968.4227] =]

1:‘ , > Date Time Pesod
e Btart T 20120020 02000 =
- tambe .

14. Set the Start Time and End Time you want to backup. (or highlight the
video records which you want to backup)
15. Select the cameras you want to backup.

16. Click the OK button.
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17. Select the time slot which you want to backup.

r -
B} Sackup System (1221684223 e LT et

Backup  Hab

L < »

(s ° Ramove Parod ol 5dup (= Daowte
. e

Sart Date Tame ind Date Time Camera(s)

26 L0 P A AP ) T AR

18. Click the Backup button.

19. Select the way and directory you want to save the backup data.

20. Check the Include Playback application option, which will add
Playback application into the backup folder.

(Remote Backup Setting Lé

Media

¢ Backup on HardDisk

& |
(" Backup using CDROM
Option

[~ Backup EventLog
[~ Backup POS Transaction

¥ Include Playback application

v OK ‘ X Cancell

21. Click the OK button.

8.2 Backup the Recorded Video through Windows Explorer

1. Find your unit through Windows Explorer (insert “\\” plus the IP address of
your unit)

2. Open the “public” folder.

3. Insert the name and password of the administrator.
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4.
5.

Select the volume and open the “"VIDEODATA" folder.
Copy the date folder which you want to backup to your desktop / laptop.

8.3 Backup the Recorded Video through FTP

W

Find your unit through Windows Explorer (insert “ftp://” plus the IP
address of your unit)

Insert the name and password of the administrator.

Select the volume and open the “"VIDEODATA” folder.

Copy the date folder which you want to backup to your desktop / laptop.

8.4 Playback the Backup Records

8.4.1 With Playback Application

»

Use the Backup System application to backup your records.

Check the Include Playback application option, which will add the
Playback application into the backup folder.

Open that folder.

Double-click the Playback application icon.

Select the recorded data to play back.

8.4.2 Without Playback Application

»

Use the Playback function to backup your records.

Put your backup folder into the program folder of NVRmini 2. (Default
directory is “"C:\Program Files\NUUO\NVRmini2".)

Startup > NUUO NVRmini 2 > Playback System.

Click the Open Record button.

Select the recorded data to play back.

8.5 Delete the Recorded Video
8.5.1 With Backup Application

1.

Startup > NUUO NVRmini 2 > Backup System.
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2. Click the Remote Server Site & button to set up remote server.

r B
Remote Backup Site Management l&]

Server

Server Setting

Server Name: [—_
Address: I—
Port Ge0
User Name: [—
Password: [—

[~ Save Password

Test Server

Add | Delete | Update ‘

v OK l X Cancel‘

3. Insert the name of your unit.

4. Insert the IP address of that unit.

5. Modify the port if necessary.

6. Insert the user name.

7. Insert the password.

8. Check the Save Password option.

9. Click the Test Server button to test the connection between the local
application and the remote unit.

10. Click the Add button to add this unit into the remote server list.

11. Click the OK button.

12. Click the v button next to Remote Server Site button, and select one of

servers you added.
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Backuy  Heb
.

.

.

192.1684.223(192.168.4.223) | T Camersis)

13. Click the New Period button to select the record date.

14.

15.
16.
17.

- B I -
| 1 DetaTome Search Cralog 1020689 223]

1‘1‘, i o o Date Time Pasod

Htart Timat 201200020 <% [000000 =

- >

¥ Smow Recordng Schesul

I~ S%aw Evwnl Leg

Overtazped videos

Cance

Set the Start Time and End Time. (or highlight the video records which

you want to delete)

Select the cameras you want to delete the records.

Click the OK button.
Select the time slot which you want to delete.
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18. Click the Delete button.
19. Confirm the check dialog.

8.5.2 Without Backup Application

1. Find your unit through Windows Explorer (insert “\\"” plus the IP address of
your unit).

Open the “public” folder.

Insert the name and password of the administrator.

Select the volume and open the “VIDEODATA" folder.

Select the date folder which you want to delete.

Delete the folder.

ok LN

In order to keep the system stable, do not delete recorded data from the day in which
* | you do the delete process.
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9.Verification Tool

The Verification Tool verifies whether the data created by the system has been
tampered with. It’s the process by which a digital watermark (a digital signature)
is added to each recorded video frame to ensure its authenticity.

There are three types of data could be verified by Verification Tool:

1. File in (.dat) (.264) format will be displayed as #”.
2. File in (.avi) (.asf) format will be displayed as .,

3. File in (.bmp) (.jpg) format will be displayed as .,

9.1 Execute Verification Tool

1. Startup > NUUO NVRmini 2 > Verification Tool.
2. Verification Tool Overview

Add File Add Folder Remove File Select All Video Preview
Bpeilr _— |/ BEE
@' 9 D @ Yideo Preview
File Name Waterrnark | Start Time | End Time Camera Name | Path
1 2009/11/... 2009/11/... CamerasS C:\Documents an)
W Image_... 2009/11f... 2009/11f... Cameras C:\Documents an
GWImage_... 2009/11f... 2009/11f... Cameras C:\Documents an

Status : Verify : » ‘ rr l_
Number of Verified Files : 0 files Time elapsed : 00:00:000
Number of Passed Files : 0 files Time left: 00:00:000
Play Pause Stop

Add File: Insert the single file to list for verification.

Add Folder: Choose the folder with multiple files to list for verification.
Remove File: Remove indicated file(s) from list.

Select All: Select all files in list for verification.

Choose the file type first before selecting files. Only (.dat) (.264) (.avi) (.asf) (.bmp)
* | (.jpg) are available to open.
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® Video Preview: Preview designate file in verification list. Select the
buttons below to play P, pause Il, and stop M the video file.

9.2 Verify Image / Video

1. Select single or multiple files for verification.

2. Click the Verify & button to start verification.
3. The verification result will show on watermark column. If a file was tampered

with, it will show #; if a file passed verification, it will show .

Watermark
ER=RF k] Yideo Preview
File Narme Watermark | Start Time | End Time Camera Name | Path
#®091119.... @ 2009/11f... 2009/11f... Cameras C:\Documents an
GwlImage_... & 2009/11f... 2009/11f... Cameras C:\Documents an
GWImage_... x C:\Documents an
< >
Status : Werify : | é: rr l_
Mumber of Verified Files : 3 files Time elapsed : 00:00:375
Number of Passed Files : 2 files Time left: 00:00:000

Verification report

4. The verification report will indicate the information related to the verification.
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10. External Storage

Total recording space of 4 bay unit can be expanded largely by connecting DAS
through eSATA port. Follow the directions to enlarge your recording space.

10.1Create a Volume on DAS

The current compatible DAS is AXUS FiT Series. We don’t guarantee the
quality of other DAS models. Please refer to the manual of AXUS FiT Series to
create a single volume on DAS.

- | We are unable to create a volume on external storage in NVR setting page, so do NOT
=/ skip this step before connecting to NVR device.

10.2Create an External Storage

1. Log in to the unit.
2. Click RAID & File System / RAID Management.
3. You will find External SATA Disk displayed in Disk List.

RAID Management

= I Deletn | Format
|

Qs
st

= Volumes BAO feane  VOLUMEY
- VOLImEY RAD Leval  RADO
Disk2 HAID Stanis  Funcional
Total Capeoty  208.08 GB (305244 MB}
Free Caponly 29024 GB (297208 UB)
Used Cagacly - 315 CE (3244 MB)
Usage ﬁ 2%

Updts Tene :‘n“c:v Novemaar 18, 2011481529

= Free Disks
Disk 0 (eBATA)

Total Dewces
Altive Devdces
Faled Dewces
Spare Dewces
Foomal Progrees

REcowery Progress

4. Click on the eSATA disk directly to check the disk drive information.
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RAID Management

sate | Dedety | Formet

Refer to the section of Create a RAID Volume to create a volume for it. You
can either create a volume with eSATA and embedded disk(s), or create an
isolate volume with eSATA disk only.
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11. Log out

Click the Logout button on the top of the page to log out of the system. If
there is no action in 10 minutes, the system will log out automatically to avoid
unauthorized access.
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12. Remote PC System Requirements

Remote PC Minimum Requirements

Model 2/4 bay
(0 1 Windows XP 32 bit, Windows 7 32/64 bit
Supported
CPU Intel Core 2 Duo, 2.6GHz
RAM 1GB
User 1. HTTP Web browser - Internet Explorer 8 and
Interface later
2. NUUO client application program
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13. Troubleshooting
13.1Replace a Failed Disk Drive

If a disk drive fails, the Disk Status LED becomes orange. If the disk drive
belongs to a RAID Volume, the Volume goes Critical or Offline, depending on
RAID level. See Check RAID Volume Status for details.

Replace the failed disk drive with a new disk drive of the same or slightly
greater capacity. You do not have to power down the unit. Refer to Modify
RAID Volume to remove the failed disk and replace it with a new one.

13.2Respond to a Critical RAID Volume

How the unit responding to a Critical RAID Volume depends on the RAID level
of your Volume:

® For RAID 1, 5, and 10 volumes, you must replace the failed disk drive
with a new one. The RAID Volume will begin rebuilding itself when you
install the new disk drive. See Replace a Failed Disk Drive for details.

® RAID 0 volumes go offline after a disk drive failure. A RAID 0 Volume
cannot be recovery. All data of the volume is lost.

13.3Respond to a File System Error RAID Volume

When encountering file system error, you are unable to keep the data
anymore. It's likely due to abnormal usage and disk damage. In this case, if
you want to keep recording, we suggest replacing new disks, or try the
following methods.

1. Format this volume, and check if the status becomes functional. If yes,
you can start recording. If it doesn’t, try the second method.

2. Delete this volume, and create volume again to see if the status is
functional.

13.4Restore the Default Administrator’s Password
If you forget the password, and want to reset the Administrator’s password to

the default password: admin, follow the following steps.

1. Verify that the system is fully booted.

2. Insert your reset tool into the reset button hole on the back of the device.
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3. Press and hold the reset button for 8 seconds, release your hands until the
buzzer beeps one time and the System Status LED flashes in blue.

4. System will restart and the Administrator’s password is now reset to
admin.

13.5Restore All Default Configuration

If you want to restore all configurations to default setting, follow the following
steps.

1. Verify that the system is fully booted.
Insert your reset tool into the reset button hole on the back of the device.
3. Press and hold the reset button for 14 seconds, release your hands until
the buzzer beeps twice and the System Status LED flashes in orange.
4. System will restart and all settings are reset to default.

RAID volume and data within the volume won't be reset to default. Refer to Format
w | for the details.

13.6Install ActiveX

If you cannot see the complete page of the system when using Internet
Explorer, it may be because the ActiveX installation process is not completed.

1. Open Internet Explorer and log in to the unit.
2. Click the Live view / Playback button on the top right.
3. The browser will ask whether to install ActiveX.

Settmegn | Uwe View | Paytunh | bockp | Lot




4. Click the upper bar to begin the installation process.
5. Click the Install button to complete the process.

13.7Cannot Log in to the Unit with Internet Explorer

1. Check the settings of your antivirus software.
2. Change to appropriate settings or turn off this antivirus software.

Please visit NUUO wiki for more information.
http://support.nuuo.com/mediawiki/index.php/Main Page
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Appendix — RAID System
Introduction to RAID

RAID (Redundant Array of Independent Disks) allows multiple disk drives to
be combined together into a RAID Volume. You will create a RAID Volume on
your unit when you perform the setup procedure.

The benefits of a RAID can include:
® Higher data transfer rates for increased server performance
® Increased overall storage capacity for a single Volume
® Data redundancy/fault tolerance for ensuring continuous system
operation in the event of a disk drive failure

Different RAID levels use different organizational models and have varying
benefits. The following outline breaks down the properties for each RAID level
supported on this unit:

RAID 0 - Stripe

When a RAID Volume is striped, the read and write blocks of data are
interleaved between the sectors of multiple disk drives. Performance is
increased, since the workload is balanced between drives or "members” that
form the RAID Volume. Identical drives are recommended for performance as
well as data storage efficiency.

disk drives

The RAID Volume’s data capacity equals the capacity of the smallest disk drive
times the number of disk drives. For example, one 100 GB and three 120 GB
drives will form a 400 GB (4 x 100 GB) RAID Volume instead of 460 GB.
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If disk drives of different capacities are used, there will also be unused
capacity on the larger drives.

Because RAID 0 does not offer Fault Tolerance, meaning that you cannot
recover your data after a disk drive failure, we do not recommend a RAID 0
Volume for your unit.

RAID 0 Volumes on this unit consist of one or more disk drives.

RAID 1 - Mirror

When a RAID Volume is mirrored, identical data is written to a pair of disk
drives, while reads are performed in parallel. The reads are performed using
elevator seek and load balancing techniques where the workload is distributed
in the most efficient manner. Whichever drive is not busy and is positioned
closer to the data will be accessed first.

With RAID 1, if one disk drive fails or has errors, the other mirrored disk drive
continues to function. This is called Fault Tolerance. Moreover, if a spare disk
drive is present, the spare drive will be used as the replacement drive and data
will begin to be mirrored to it from the remaining good drive.

Data Mirror

R disk drives

The RAID Volume’s data capacity equals the smaller disk drive. For example,
a 100 GB disk drive and a 120 GB disk drive have a combined capacity of 100
GB in a mirrored RAID Volume.

If disk drives of different capacities are used, there will also be unused
capacity on the larger drive.
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RAID 1 Volumes on this unit consist of two disk drives.

If you want a mirrored RAID Volume with more than two disk drives, see RAID
10 - Mirror / Stripe for details.

RAID 5 - Block Striping with Distributed Parity

RAID 5 organizes block data and parity data across the disk drives. Generally,
RAID level 5 tends to exhibit lower random write performance due to the
heavy workload of parity recalculation for each I/O. RAID 5 works well for file,
database, application and web servers.

Distributed Parity

Data
Blocks

disk drives

The capacity of a RAID 5 Volume equals the smallest disk drive times the
number of disk drives, minus one. Hence, a RAID 5 Volume with four 100 GB
disk drives will have a capacity of 300 GB. A RAID Volume with two 120 GB
disk drives and one 100 GB disk drive will have a capacity of 200 GB.

RAID 5 is generally considered to be the most versatile RAID level.
RAID 5 requires a minimum of three disk drives.

RAID 10 - Mirror / Stripe

Mirror/Stripe combines both of the RAID 0 and RAID 1 types. RAID 10 can
increase performance by reading and writing data in parallel while protecting
data with duplication. At least four disk drives are needed for RAID 10 to be
installed. With a four-disk-drive RAID Volume, one drive pair is mirrored

together then striped over a second drive pair.
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Data Stripe

| Data
Mirror

disk drives

The data capacity RAID 10 Volume equals the capacity of the smallest disk
drive times the number of disk drives, divided by two.

In some cases, RAID 10 offers double fault tolerance, depending on which disk
drives fail.

RAID 10 Volumes on this unit consist of four disk drives.

Because all of the available disk drives are used for the RAID Volume, you
cannot set up a spare drive with RAID 10.

Choosing a RAID Level

There are several issues to consider when choosing the RAID level. The
following summarizes some advantages, disadvantages and applications for
each choice.

® RAIDO
Advantage Disadvantage
Implements a striped disk RAID ® Not a true RAID because it is not
Volume, the data is broken down fault tolerant
into blocks and each block is ® The failure of just one drive will
written to a separate disk drive . )
. result in all data in a RAID Volume
I/0 performance is greatly
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improved by spreading the I/0

being lost

load across many channels and ® Should not be used in mission
drives critical environments
No parity calculation overhead is
involved
® RAID1
Advantage Disadvantage
Simplest RAID storage subsystem | ®  Very high disk overhead - uses
design only 50% of total capacity
Can increase read performance by
processing data requests in
parallel since the same data
resides on two different drives
® RAIDS
Advantage Disadvantage
High Read data transaction rate ® Disk failure has a medium impact
Medium Write data transaction on throughput
rate
Good aggregate transfer rate
Most versatile RAID level
e RAID 10
Advantage Disadvantage
Implemented as a mirrored RAID | ® Very high disk overhead - uses

Volume whose segments are RAID
0 RAID Volumes

High I/0 rates are achieved
thanks to multiple stripe

segments

only 50% of total capacity
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Appendix — Camera Integration
Camera Support List

Any information about camera integration, including camera model and its
spec, please refer to NUUO website:
http://www.nuuo.com/product.php?id=13
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Add: C Block, 18 Sihyuan St. Jhongjheng District, Taiwan (ROC)
TEL: +886-2-2362-2260
http://www.nuuo.com/ehelpdesk.php



